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Figure 1.1:
left:
T8 Control Unit

Right:
Desktop PC

Figure 1.2:
left:
T8 Control Unit

Right:
Laptop
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Basic informations

1. Basic informations

For reasons of simplicity, this manual refers to desktop PCs and lap-
tops collectively as PCs.

1.1 Operating modes setup

1.1.1 T8 control unit with desktop PC/laptop

The T8 control unit can be networked with any PC that has a 10/100 megabit/s
Ethernet network card. Chapter 1.2 Preconditions for network operation contains
the exact requirements to be met by PCs operating in these networks.
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The following modes can be implemented with this configuration:

No special software on PC

All designs accommodated on the PC's hard disk can be loaded to the T8-control
unit memory via the network by selection from the T8 control unit.

Sources of design data on the PC's hard disk:
Design data received by e-mail
Design data generated by third-party software, such as a punch system

Design data loaded from data media, such as CD-ROMs or floppy disks etc

with GiS BasePac software on PC

Monograms/designs created with BasePac can be saved in a ZSK memory on the
PC. Designs stored in the PC's ZSK memory can be accessed via the network by
selection from the T8 control unit.

When the monogram machine mode is activated on the T8 control unit, the de-
signs created with GiS software are transferred directly to the connected machine
via the network. Designs cannot be selected from the T8 control unit in this mode.

with GiS Production Manager software on PC

Embroidery jobs generated by the Production Manager can be transferred to a ma-
chine with a T8 control unit that is connected via a network. For this purpose the
monogram machine mode must be activated on the T8 control unit.

Network T8 Control Unit — Version 2.0 02060120 m 11.12.07/Ch Kx



Figure 1.3:
Rear view of the hub with
BNC uplink

RJ45 connector

BNC connector
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1.1.2 T8 control unit with other ZSK machines

The T8 control unit cannot be networked with machines having an MSCD or
MSCA control, LCD control unit or even a T8 control unit.

It can only be networked with other ZSK machines having a TFT or MPC control
unit.

However, this requires:

1. that at least the Windows 95 operating system is installed on the TFT or
MPC control unit and

2. that a connection is made via a RJ45 to BNC media converteror an RJ45
hub with BNC uplink connector.

The TFT and MPC control units have a BNC connector, whereas the T8 control
unit has an RJ45 connector. To allow the two different network connectors to be
linked, additional hardware - in the form of the forenamed hub - is required.

In principle, a hub is a multiple socket-outlet for RJ45 networks. In principle, a
hub is a multiple socket-outlet for RJ45 networks. The variant to be used here also
requires a BNC uplink connector for linking a BNC network segment to an RJ45
network segment. This device then automatically supports the necessary
10 megabit standard.

T L

00490024
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Figure 1.4:
left:
T8 Control Unit

Centre:
Hub

00987002

Right: 00490424
TFT 00490000

or:

Figure 1.5:
left:
T8 Control Unit

Centre: ’

Hub 00987002

Right: TP s m—
MPC control unit ' e il T

00490424

00490304

The following operation can be implemented with this configuration:

Designs in the ZSK memory of a networked machine equipped with a TFT or
MPC control unit can be loaded from the T8 control unit.

A machine equipped with a TFT or MPC control unit cannot, however, transfer
designs to a machine equipped with a T8 control unit.

1-4 Network T8 Control Unit — Version 2.0 02060120.fm 11.12.07/Ch Kx
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1.2 Preconditions for network operation

This chapter lists the minimum requirements that the PC and the machine must
satisfy for network operation.

1.2.1 Hardware requirements for desktop PC/laptop

As a general rule, any PC with an Ethernet network card can be integrated in a net-
work. The hardware requirements outlined below are for a PC that is to host GiS
BasePac or Production Manager software:

10/100 megabit/s Ethernet network card with RJ45 connector and drivers.
Pentium II with 300 MHz or more powerful processor

64 MB main memory (RAM) or more (depending on operating system)
1,2 GB hard disk or larger (depending on operating system)

Graphic card with drivers.

The resolution must be at least 800 x 600 pixels in the HiColor mode (16-bit
color depth).

15-inch or larger color monitor.

The monitor must be capable of depicting the mode selected on the graphic
card.

At least one parallel interface (LPT) for the GiS Software dongle
Desktop PC keyboard

Mouse or trackball

Suitable network cables

- Direct connection between PC and machine with RJ45 UTP cable:
crossed cable for connecting 2 computers

- Connection between PC and machine via a hub with RJ45 UTP cable: un-
crossed cable for connecting PC and machine via a hub

Network T8 Control Unit — Version 2.0 1-5
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1.2.2 Required operating system for desktop PC/laptop

All Microsoft operating systems fromWindows 95 upwards can be used (includ-
ing Windows 95)!

The local language version of the operating system can be used.

1.2.3 Required GiS software for desktop PC/laptop

All GiS BasePac software packages from version 98 can be used.

All versions of the GiS Production Manager can be used. The GiS Production
Manager version must be compatible with the GiS BasePac version.

1.2.4 Operating system for a machine with TFT/MPC control unit

Machines with a TFT/MPC control unit must be equipped with the Windows 95
operating system or a later version if they are to be operated in a network with a
T8 control unit.

Windows for Workgroups 3.11 is the operating system most commonly in-
stalled on existing machines with a TFT/MPC control unit. If you wish to establish
a network connection from a machine with an T8 control unit to one with a TFT/
MPC control unit, you therefore need to install a new operating system.

Windows 95 or Windows 98 is already being used on some machines that have a
TFT/MPC control unit. In particular, these are machines on which BasePac 98 or
a more recent version of the GiS monogram software is installed.

You also need to make certain in the Windows 95 or Windows 98 operating sys-
tem that the TCP/IP network protocol has already been installed.

The protocol may need to be installed or configured.

To create a network, additional hardware is required (see chapter
1.1.2 T8 control unit with other ZSK machines).

Network T8 Control Unit — Version 2.0 02060120 m 11.12.07/Ch Kx
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Figure 1.6:
Rear of control unit:
Male and female RJ45

connectors
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1.3 Network cabling

All systems must be switched off before you modify any network
connections.

The network cables must be run separately from mains and power
cables.

1.3.1 RJ45 cable connection (standard)

The T8 control unit is connected by means of an RJ45 network, also known as a
twisted-pair Ethernet.

A 10/100 megabit network card is installed in the T8 control unit. It has an RJ45
network connector.
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00490426

02059003

00490418

NOTE

Note the following when using an RJ45 network:

» Star network arrangement

Exception: the direct connection of exactly two systems by way of a special
cable.

* Transfer rate 10 megabit/s or 100 megabit/s

* The network can be expanded to embrace more than one segment by installing
additional hardware (switch/hub/router)

*  Maximum of 1024 network users; distribution by additional hardware (switch/
hub/router)

* Maximum distance between network user and switch/hub/router 100 m

» Coverage depends on the link segments

* Network connecting cable type UTP CAT 5 (Unshielded Twisted Pair)

» A crossed cable is required for the direct connection between the T8 and PC.

» Uncrossed cables are required for connecting the T8 and PC via a hub:
Cable 1 for connecting the T8 and hub
Cable 2 for connecting the PC and hub

* The UTP cables are inserted directly in the relevant RJ45 connector of the net-
work user or hub.

Since the appearance of the UTP network cables is identical, clearly
mark them as crossed and uncrossed as soon as they are purchased.

Network T8 Control Unit — Version 2.0 02060120 m 11.12.07/Ch Kx
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Figure 1.7:
2 network users

Left:
system 1 (control unit)

Right:
system 2 (PC)

Figure 1.8:
3 network users with hub

Left:
system 1 (control unit 1)
system 2 (control unit 2)

Right:
system 3 (PC)

NOTE

Example: RJ45 cabling with two network users:

02059002

00490414

A crossed UTP network cable is required.

Example: RJ45 cabling with three network users by way of a hub:

02059002

00490415
00490417

02059002

The network cables are shown in different colors for the purposes of
illustration. However, they are all identical uncrossed UTP network
cables.

02060120.fm 11.12.07/Ch,Kx
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1.3.2 BNC cabling (special case)

The use of a BNC cable connection is only necessary when connect-
ing the T8 control unit to a TFT or MPC control unit.

Additional hardware is required [Chapter 1.1.2 T8 control unit with
other ZSK machines]

Note the following when using an BNC network:

* Linear network arrangement (bus)
The network consists of several stations arranged in a consecutive series.

» Operation is possible only with additional hardware (hub/RJ45 cable)
[Chapter 1.1.2 T8 control unit with other ZSK machines]

* Transfer rate 10 megabit/s
*  Maximum of 30 users per network segment

e Maximum length per segment 185 m, minimum distance between two users
0.5m

» Network connecting cable type black Cheapernet RG 58
* Each end of the network segment must have a BNC terminator (50 Ohm)

» Each network segment is to be grounded at one end

The BNC network cable must never be ported directly to the BNC
connector of a network user although it may be possible in theory. A
BNC T adapter has to be installed on the systems being networked
(TFT, hub) first. To link the systems, connect each end of a network
cable to the BNC T adapters of the systems that are to constitute the
network. To terminate the network properly, a BNC terminating resis-
tor (50 Ohm) has to be connected to the unassigned ports of the BNC
terminators.

Network T8 Control Unit — Version 2.0 02060120 m 11.12.07/Ch Kx
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2. Configuration

This chapter describes the operating system settings required to operate a PC in a
network with a T8 control unit.

Simple tips on checking operability and troubleshooting, if necessary, are con-
tained in the last section of this chapter.

This guide cannot cover every conceivable on-screen dialog and security re-
sponse, however, because these generally depend on the exact configuration of the
PC.

In case of doubt, consult an engineer with a specialist knowledge of PCs. By re-
ferring to this guide, he will be able to help you to adjust the PC accordingly.

The descriptions below assume that the network card has been in-
stalled correctly. This guide does not cover the installation and con-
figuration of the PC's network card.

You need appropriate administrator rights on your PC in order to
make the necessary settings.

Network T8 Control Unit — Version 2.0 2-1
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2.1 Necessary operating system settings
(Windows)

Operating system settings that need to be made:

- Set up the TCP/IP protocol

- Setting up File and Print Sharing

- Install Client for Microsoft Networks in Windows

- Define identifiers by means of computer names and workgroups
- System-specific settings

Windows 95/98/ME:
- Enable access control for network resources

Windows XP Professional:
- Disable simple file sharing

Windows Vista Business/Enterprise/Ultimate Edition:
- Disable Sharing Wizard

2.1.1 Setting up the TCP/IP protocol
The TCP/IP network protocol must be available on the PC and fully configured.

Each system connected to the network must be assigned a unique IP address. The
IP address consists of four three-digit number blocks each separated by a dot
(xxx.xxx.xxX.xxxX). The number range is 1 through 254. Issuing IP addresses:

Network T8 Control Unit — Version 2.0 02060220 m 11.12.07/Ch Kx
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a) Small networks embracing a small number of systems and not
connected to a company network

Typical application: connecting an T8 to a PC, or an T8 to a TFT

Issue the IP addresses in the range from 192.168.0.1 through 192.168.0.254. It is
best practice to start with 1 and increment by 1 for each subsequent network user
(PC, machine).

Example: PC1: IP address 192.168.0.1 PC2: IP address 192.168.0.2 and so
on

A network of this type can accommodate up to 255 users.

Use the setting 255.255.255.0 as the subnet mask for all systems.

b) Small networks embracing a small number of systems and not
connected to a company network but including
ZSK EPCunix systems:

Typical application: connecting an T8 to a PC and EPCunix system, or an TS to
a TFT and EPCunix system

Fiir EPCunix Systeme sind zwangsweise die IP-Adressen 192.6.2.x zu verwenden
(mit x =0...9). The other systems must be assigned IP addresses 192.6.2.y (where
y =11 to 254).

Example: EPC1: 192.6.2.1 PC1: 192.6.2.11 PC2: 192.6.2.12

A network of this type can accommodate up to 255 users. Use the setting
255.255.255.0 as the subnet mask for all systems.

Network T8 Control Unit — Version 2.0 2-3
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c) Larger networks or when integrating the network in a company
network

Typical application: company network with central data processing

The IP addresses and subnet mask for new network users have to be defined in
consultation with the network administrator.

2.1.2 Setting up File and Print Sharing

File and Print Sharing must be installed. Data cannot be exchanged via the net-
work unless File Sharing is enabled. Since Print Sharing is not required for ex-
changing data with the embroidery machine, it can remain disabled.

2.1.3 Install Client for Microsoft Networks in Windows

In the Network Neighborhood Properties, the Client for Microsoft Networks must
be installed and enabled.

2.1.4 Defining identifiers: computer names and workgroups

Besides its IP address, each PC must have a unique name The name can contain
no more than 15 characters and comprise only the characters a...z, A...Z. A dif-
ferent computer name must be assigned to each PC and each machine in the net-
work An appropriate name for a PC using GiS software, for example, would be
GISPC. Make a note of the computer name; it has to be entered when setting up
a network connection from the T8 control unit to the PC.

Network T8 Control Unit — Version 2.0 02060220 m 11.12.07/Ch Kx
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2.1.5 System-specific settings

Enabling access control for network resources:
Under Windows 95/98/ME share-level access control must be enabled in the
Network Neighborhood Properties.

Disable simple file sharing:
Under Windows XP Professional Use simple file sharing (recommended) should
be deselected in the folder options.

Disable Sharing Wizard:
Under Windows Vista Business/Enterprise/Ultimate Edition Use Sharing Wizard
(Recommended) should be deselected in the folder options.

Network T8 Control Unit — Version 2.0 2-5
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2.2 Usingguest or user accounts (Windows)

To grant other network users access to your PC under Windows NT 4.0/2000/XP/
Vista , you must enable a guest account or create and enable a user account.

2.2.1 Guest account

This allows all network users to access the partitions/directories that are enabled
on the PC. A password is not needed to obtain access. Although this makes for
simple network operation, it is also very insecure.

If integrated in a company network, a guest account is generally
not permissible. Consultation with the responsible network admin-
istrator is essential.

When the PC is no longer connected to the control unit, the guest
account should be turned off.

2.2.2 User account

Setting up a special user account for network access to the PC (from the T8 control
unit) is practicable only under Windows NT 4.0/2000/XP Professional and Win-
dows Vista Business/Enterprise/Ultimate. A user name and a user password
must be entered when creating the account. Directories can be enabled specially
for this account, i.e. only network users having the user name and user password
can access the directory.

When creating the password, please note the following

The password should contain at least eight characters; the longer it
is, the more secure it becomes (max. 15 characters).

It should consist of upper and lower case letters, numbers and sym-
bols.

You should make a note of the user name and the password . You will
need these data when creating the network user name and the net-
work password on the T8-control unit (Section 2.3 T8 control unit set-
tings).
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Figure 2.1:
T8 control unit,
machine basic screen

Figure 2.2:
T8 control unit,
software/hardware settings
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2.3 T8 control unit settings

After it has been switched on (and the machine initialization routine has been
completed), the T8 control unit basic screen appears.

23.02.2007 13:46

Machine

Va (!
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I Machine standstill

@@ D EiEimm e

02060005

* Press the [L7] software/hardware settings key to open the dialog of the same
name.

Software-/hardware settings

Display software versions

} [Language for dialog texts

Display hardware versions [Set system clock

Create service disk

List of fault occurrences ] [Hetwork setup D

[Softuare settings J

Previous ]

02060006

¢ Press [R3] Network setup key .

= Thenetwork setup dialog appears, in which the following four config-
urations for network operation by the T8 control unit can/must be en-
tered:
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Figure 2.3:
T8 control unit,
network setup

Configuration

Network setup

Editing will trigger a software restart!

|

IP address and subnet mask ] [Netwurk user name
Computer name ] [Network password
Network test (ping) ]

Previous

02060007

1. IP address and subnet mask
2. Computer name
3. Network user name

4. Network password

Network T8 Control Unit — Version 2.0
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Figure 2.4:
T8 control unit,
network setup

Figure 2.5:

T8 control unit,
network IP address and
subnet mask
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1. IP address and subnet mask

Network setup

[ Editing will trigger a software restart! }
s N\
( IP address and subnet mask )[ Network user name ]
—
Computer name ] [Network password ]
Network test (ping) ]
Previous ]

02060007

Select the [L3] IP address and subnet mask key.

Network IP address and subnet mask

Network IP address:

(C: Issue manually .............. b[IP address: 0.0.0.0 ]

(V) obtain from DHCP server ]

Network subnet mask:

(7 Use default value ]

(_' Issue manually .........o000. ] {Subnet mask: 0.0.0.0 ]

(Recommended for experts only)

Confirm ] [E:e'\r:i.ous ]

02060008

Activate [L3] Issue manually option.
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Figure 2.6:

T8 control unit,
network IP address and
subnet mask

Figure 2.7:

T8 control unit,
entering network
IP address

Configuration

Hetwork IP address and subnet mask

Network IP address:

@ Issue manually ........eeuun: ]@E address: 0.0.0.0 b

(T) obtain from DHCP server ]

Network subnet mask:

(7 Use default wvalue ]

r Issue ManUAlly .....cececaans ] ‘ Subnet mask: 0.0.0.0 ]

{Recommended for experts only)

confirm ] [P:eviuus ]

02060009

* Press button [R3] to enter the IP address.

Enter network IP adress

For small local networks use IP adress from adress range as
follows:

192.168.0.x x = 1..254

For further inquiry contact your leocal network administrateor.

IP address:
CI_J_I_IE_

(corsson ) = |

02060010

Enter the IP address with the aid of the [U1]{U0] keys (below the display)
and[TAB] key. In the current example, 192.168.0.1 was entered as the IP address.
When assigning the IP address, note the remarks in Subsection 2.1 Necessary op-
erating system settings (Windows) as well.

* To accept the IP address, press the [L8] Confirm key.

Network T8 Control Unit — Version 2.0
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Figure 2.8:

T8 control unit,
network IP address and
subnet mask
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Configuration

Network IP address and subnet mask

Network IP address:

Q Issue manually .............. ] [IE address: 192.168.0.1 ]

(7] obtain from DHCP server ]

Network subnet mask:

() vuse default value ]

r Issue manually ......cceeuen: ] ‘Subnet mask:

2550255255510 ]

(Recommended for experts only)

p =
( Confirm

) J

—

02060011

Check that the [L6] Use default value option is selected.

To accept the settings, press the [L8] Confirm key.
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Figure 2.9:
T8 control unit,
network setup

Figure 2.10:
T8 control unit,
network setup

Configuration

2. Computer name

Itis not necessary to change the computer name. You can go straight
to section 3. Network user name.

The control unit has already been allocated a computer name as standard. This
comprises the designation ZSKMID and the relevant machine number. In the cur-
rent example, the computer name is ZSKMID26039. Including the machine num-
ber ensures the computer name is allocated once only.

Network setup

[ Editing will trigger a software restart! }
IP address and subnet mask ] [Hetwork user name ]
= N\
( Computer name ])[ Network password J
=/
Network test (ping) ]
Restart software ]

02060012

* Select the[L3] Computer name key.

Enter computer name

Identification of own computer within network

Special characters and blanks are not allowed!

ZSKMID26039

Switching to other characters

Switching to capital letters
Delete character left of cursor

ooocoooooa

02060013

aaoBnsann
goanngoon
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Configuration

* You can allocate a new computer name with the available keys.

Close the menu dialog by pressing the [OK] or [ESC] keys on the cursor pad. Press
the [OK] key to accept the new computer name. If the [ESC] key is pressed, the
new computer name is not accepted.

Network T8 Control Unit — Version 2.0 2-13



=

Figure 2.11:
T8 control unit,
network setup

Figure 2.12:

T8 control unit,
entering network
user name

3. Network user name

Configuration

Network setup

Editing will trigger a software restart!

|

P

~
IP address and subnet mask ] [Hetwork user name ])

4
Computer name ] [ Network password J
Network test (ping) ]

Restart software

02060012

Select the [R3] Network user name key.

The default network user name setting is guest. This setting can remain un-
changed with the Windows 95/98/ME operating systems and for using a guest ac-
count. If a user account is being used, enter the relevant name.

When using a guest account or under Windows 95/98/ME

Enter network user name

est

Switching to other characters
Switching to capital letters
——

h Delete character left of cursor

o
- |
< J
o
- ]
o

Oown user identification for access to other network PC's

Special characters and blanks are not allowed!

aaonooan

02060014
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Figure 2.13:

T8 control unit,
entering network
user name
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Configuration

When using a user account
The name of the user account previously set up as an example was

Net-User. The network user name must then also be Net-User!

Enter network user name

own user identification for access to other network PC's

Special characters and blanks are not allowed!

Net-User

Switching to other characters
Switching to capital letters
—_—

h Delete character left of cursor
- - 2 - N 3 - 2 4 -
i 3 k 1 m n o P q T

02060015

asaenoan
goaanonan

Close the menu dialog by pressing the [OK] or [ESC] keys on the cursor pad. Press
the [OK] key to accept the new network user name. If the [ESC] key is pressed,
the new network user name is not accepted.
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Figure 2.14:
T8 control unit,
network setup

Figure 2.15:
T8 control unit,
entering network password

Configuration

4. Network password

Network setup

Editing will trigger a software restart! }

IP address and subnet mask ] [Hetwork user name

Computer name ] (

f——

Network password

)
\—/

(

Network test (ping) ]

Restart software ]

02060012

» Select the [R4] Network password key.

N—

A network password is not issued as standard. This setting can remain unchanged
with the Windows 95/98/ME operating systems and for using a guest account un-
der Windows NT 4.0/2000/XP . If using a user account under Windows NT 4.0/

2000/XP Professional, enter the password for the created user account.

When using a guest account or under Windows 95/98/ME

Enter network password

aofacaan

User password for access to other network PC's

Special characters and blanks are not allowed!

—>

Switching to other characters
Switching to capital letters

Delete character left of cursor s

aaananan

02060016
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Figure 2.16:
T8 control unit,
entering network password

Figure 2.17:
T8 control unit,
network setup

02060220.fm 11.12.07/Ch,Kx

Configuration

When using a user account

The password previously entered as an example under Windows was -Terminal-

T8. The network password must then also be-Terminal-T8.

Enter network password

User password for access to other network PC's

Special characters and blanks are not allowed!

Switching to other characters

Switching to capital letters

Delete character left of cursor

02060017

aofacaan
goaanonan

Close the menu dialog by pressing the [OK] or [ESC] keys on the cursor pad. Press
the [OK] key to accept the new network password. If the [ESC] key is pressed, the

new network password is not accepted.

If you have made changes, you need to restart the software.

Network setup

Editing will trigger a software restart! }
IP address and subnet mask ] [Hetwork user name ]
Computer name ] [ Network password J
Network test (ping) ]
P —

( Restart software ) ]

02060012

Use the [L7]/[R7] Restart software key to initiate the restart.

e Then follow the instructions that appear on the screen.
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Figure 2.18:
T8 control unit,

switching off machine g

The following steps are necessary:
1. Switch off machine
2. Wait 30 seconds

3. sSwitch on machine

02060018

NOTE If necessary, in order to use the T8 control unit in large company net-
works, special configurations of the T8 control unit can be entered in
consultation with the network administrator (e.g. automatic alloca-
tion of the IP addresses by a DHCP server).
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T8 control unit,
network setup
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Configuration

2.4 Checking the network and tips on
troubleshooting

Network functionality at the lowest level can be tested simply by means of the
ping test. This can be used to test:

» the network cable (switch/hub)
* the installation and configuration of the network card (PC)
* the installation and configuration of the TCP/IP protocol (PC)

* the configuration of the IP address and subnet mask on the T8 control unit.

2.4.1 Network test from the T8 control unit to the PC

To arrive at the depicted Network setup menu, press the [L7] Software/hardware
settings key in the basic screen and then the [R3] Network setup key[Section 2.3
T8 control unit settings).

Network setup

Editing will trigger a software restart! }

IP address and subnet mask ] [Hetwork user name J
Computer name ] [ Network password J
/o N\
( Network test (ping) ])
Restart software ]

02060012

* Now press the [L6] Network test (ping) key.

The IP address required for the test can either be entered directly or obtained by
entering the computer name. Entering the computer name has the advantage that,
in addition to data transfer, the functioning of the PC's Name resolution is also
tested. For this reason, this method is preferable to that of entering the IP address
directly. (In the example the PC's IP address is 192.168.0.2 and the computer
name is GISPC).

Network T8 Control Unit — Version 2.0 2-19



=

Figure 2.20:
T8 control unit,
network test (ping)

IP address

Computer name

Configuration

Hetwork test (ping)

— T8 control unit
IP address: 192.168.0.1

Computer name: ZSKMID26039

— Destination computer

x IP address:

Computer name ]

Execute test ] [E:evious ]

02060019

* Enter the PC's computer name by way of the [L6] or [R6] keys
(recommended).

Alternatively:

» Enter the PC's IP address directly using the keys beneath the display [U1]-[U0]
and with the [L5], [R5] or [TAB] keys.

Proceed as follows: Enter the computer name as documented below and carry out
the ping test. If the test is unsuccessful, try it by entering the IP address directly.
If the test then succeeds, something is probably wrong with the Name resolution
of your PC. Tips on

Name resolution and tips on what to do if the test fails again are contained in Sec-
tion 2.4.3 Troubleshooting hints.

If the IP address is entered directly, continue with the Network test (ping) dialog.
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Figure 2.21:
T8 control unit,
entering computer name

Figure 2.22:

T8 control unit,

network test (ping) with IP
address entered

02060220.fm 11.12.07/Ch,Kx

Configuration

The following menu appears for entering the computer name.
(The [L6] or [R6] keys were previously pressed)

Enter computer name

s s

~

Identification of destination computer within network [

Special characters and blanks are not allowed!

Switching to other characters

Switching to capital letters
Delete character left of cursor

02060020

~

g

asaenoan

5

anonan

a
ann

» Enter the computer name and exit the menu with the [OK] key.

= You are returned to the Network test (ping) menu, in which the PC's IP
address is now displayed.

Netwerk test (ping)

— T8 control unit
IP address: 192.168.0.1

Computer name: ZSKMID26039

— Destination computer
IP address:

foz fse o LE

Computer name ]

(Execute test \D [P:wiuus ]
[ 1 (2 Ji( = Ji(a (s Ji( s (7 M e Ji(o (0]

02060021

* To carry out the test now press the [L8] Test key.

= If the following menu appears, the test (transmission) has been success-
ful.
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[N
Figure 2.23: I
T8 control unit,
network test (ping) with - T8 control unit

IP address entered

IP address: 192.168.0.1

Computer name: ZSKMID26039

— Destination computer
IP address:

Fsz Lfes b .F

[ Computer name ]

| [seevione ]
(2 Ji(2 Ji( s Ji( e Js (e JX(7 Jie Ji(e Ji( 0]

02060022

[Execute test

* You can now return to the basic screen (e.g. by pressing the [ESC] key repeat-
edly).

2.4.2 Network test from PC to T8 control unit

Figure 2.24:
Windows NT 4. 012000/ O x|
XP/Vista, /J Search »
- : b
o
> Cpen: ‘cmd v|
g.
K ) oo dod..
& [ QK H Cancel H Browse. .. I
3 @ Turn OFf Computet...
I stant
00491603
* From the Start menu, select the Run ... option:
* In the window that appears, enter cmd for Windows NT 4.0/2000/XP/Vista
and confirm with [OK].
2-22 Network T8 Control Unit — Version 2.0
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Figure 2.25:
Windows 95/98/ME,
run...

NOTE

Figure 2.26:

MS-DOS prompt,
Screenshot following a
successful ping test:

Figure 2.27:

MS-DOS prompt,
Screenshot illustrating
faulty network:

02060220.fm 11.12.07/Ch,Kx

2= Type the name of a program, folder, or document, and

5 windaws will open i for you

Dperc jcommancl

0K | Concel | Bowse. |

00491502

* Enter command for Windows 95/98/ME and confirm with [OK].

= The MS-DOS prompt appears.

* Enter ping xxx.xxx.xxx.xxx in the MS-DOS prompt.

Configuration

The x's are to be replaced by the IP address of the network user being tested. Ex-

ample: ping 192.168.0.1

This test examines whether the network PC can contact the network user with the

IP address 192.168.0.1.

» Terminate the input with RETURN.

The IP address 192.6.1.7 in the illustrations is only an example.

Pinging L.6.1.7 with 32 bytes

k
E
E
E

00491516

00491515

Network T8 Control Unit — Version 2.0

of data:

“'4 MS-D0S Prompt =] E3




Configuration

To test the settings of the network PC, start the ipconfig program by entering the
command together with the /all parameter at the MS-DOS prompt. Enter
ipconfig /all and confirm with RETURN. A list similar to the one below appears
on the screen. It shows the configuration of the system on which the program was
started.

Windows 98 IP Configuration

HostName .................... : PRINTER
DNS-Server ................... :
Nodetype..............oo. .. : Broadcast
NetBIOS Scope ID. ............. :

IP Routing Enabled ............. : No

WINS Proxy Enabled. ........... :No
NetBIOS Resolution uses DNS . ... : No

0 Ethernet adapter:

Description. . .................. : Novell 2000 Adapter
Physical Address ............... : 00-00-B4-39-28-9C
DHCP Enabled. ................ : No

IPAddress .................... :192.6.1.27
Subnetmask. .................. :255.255.255.0
Default Gateway ............... :

Primary WINS Server ........... :
Secondary WINS Server ......... :
Lease Obtained ................ :
Lease Expires.................. :
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Figure 2.28:
Windows,
Advanced TCP/IP Settings

NOTE
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Configuration

2.4.3 Troubleshooting hints

In the event of problems with Name resolution on the PC, as described in Section
2.4.1 Network test from the T8 control unit to the PC:

Windows 2000 operating system and later versions:

Select the option Enable Net-

Advanced TCP/IP Settings E]@ BIOS over TCP/IP under the

S o R WINS tab of the Advanced
4] TCP/IP Settings dialog.

3

WINS addresses, in order of use:

Add..

If LMHOSTS lookup iz enabled, it applies to all connections for which
TCPAIP iz enabled

Enable LMHOSTS laokup Import LMHOSTS...
MetBIOS setting
(*) Default

Use NetBIOS setting from the DHCP server. If static IP addiess is
uzed or the DHCP server does not provide MetBIOS setting,
enable NetBIOS over TCP/AP

(O Fnable NARING aver TEPAP )
() Disable MetBIOS over TCPAP

00491623

How to arrive at this dialog is described in the section of the relevant operating
system dealing with Necessary operating system settings.

(In most instances the default option is the correct setting.)

Continue with the following sections even if Name resolution fails to
work after you have proceeded according to the tip: network opera-
tion may still nonetheless be possible.
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Further troubleshooting tips

Have both systems (PC and machine) been switched off and, after a brief delay,
back on following completion of all configuration routines?

If applicable, are the RJ45 cabling and connectors correct?

= crossed patch cable in case of direct connection from network card to
network card

= uncrossed patch cable if the network users are connected via a hub

Could it be that the RJ45 cables are defective?

= Test cables on a functioning network

= Change cables

Is the network card installed correctly and do any resource conflicts arise?

= Depending on the operating system, check in the device manager or
control panel /hardware etc.

Is a firewall or an antivirus program enabled on the PC that is preventing the data
exchange?

= With Windows XP and Windows firewall switched on:
From the Start menu and Settings option, start the Control Panel pro-
gram. In the Control Panel double-click Windows Firewall. On the
Advanced tab under ICMP settings switch on the Allow incoming echo
request option.

= With Windows Vista and Windows firewall switched on:

From the Start menu and the Search option, select the For
files or Folders... option. Enter Firewall as the search term. Then dou-
ble-click the search result Windows Firewall with Advanced Security.
There, click on Incoming Rules and activate the ruleFile and printer
sharing (echo request — ICMPv4 incoming). If multiple rules are pres-
ent, you can verify which one is relevant for you in the Network
and sharing center. (Y ou can start the Network and sharing center by
keying in net as the search term.)
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Have all the configuration tasks described in Section 2.1 Necessary operating sys-
tem settings (Windows) been performed?
= TCP/IP installed?
Different IP addresses issued to all network users?
Same subnet mask used?
Different computer names entered?

Microsoft Network Client installed?

4 4 4 4 3

Share-level access control enabled in Windows 95/98/ME?
Additional tips if using BNC connections
Are the BNC cabling and connectors correct?

= Have BNC T adapters with terminating resistors been used on the up-

link switch and LCD/TFT/MPC control unit network components?

Are the BNC cables defective?

= Measure the continuity of the cables' core and shield

=] Test for absence of a short circuit in the cable between the core and
shield

Is the resistance of the terminating resistors 50 Ohm, or are they defective?

o Measure the resistance with a multimeter

Is the connected cable type compatible with the PC network card?

= Automatic detection of media type or correct setting for media type

Is operating system Windows 95 or later installed for TFT/MPC control unit?
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2.5 Important information and typical
applications for the following sections and
chapter Network operation with GiS BasePac
software

Network testing , as explained in Chapter 2.4 Checking the network
and tips on troubleshooting, should have already been completed
from this point onwards.

All subsequent chapters refer to the conditions made in this section
under Typical application 1.

This section illustrates three typical applications for a possible network configu-
ration:

Typical application 1: simplest configuration

Network comprising:
* One machine with an T8 control unit
* A PC with GiS BasePac software (referred to as GISPC in the following)

» The data exchange directory is created on the GiSPC

Typical application 2: advanced configuration

Network comprising:

* Machine 1 with T8 control unit

* Machine 2 with T8 control unit

* Machine n with T8 control unit

* A PC with GiS BasePac software (referred to as GISPC in the following)

* The data exchange directories are created on the GISPC
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Typical application 3: special configuration

Network comprising:

Machine 1 with T8 control unit
Machine 2 with T8 control unit
Machine n with T8 control unit
A PC with GiS BasePac software (referred to as GISPC in the following)

Additional PC containing the data exchange directories (e.g. a server)

These three typical applications are each subdivided into 4 operations that need to
be carried out. Details of how to carry out these operations are contained in the
following sections and in Chapter 3. Network operation with GiS BasePac soft-
ware.

The 4 necessary operations are stated below, together with the relevant section

numbers:
1. Create data exchange directory Kapitel 2.6
2. Enable data exchange directory for network operation Kapitel 2.6

3. Set up the access path for the GiS software to the data exchange
directory Kapitel 2.7

4. Set up network connection at T8 control units Kapitel 3.1.2 and
Kapitel 3.2.1
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Typical application 1: simplest configuration

1. Create data exchange directory
On the GISPC:

* Create the data exchange directory for the machine:
typically C:\ZSK \MUSTER

2. Enable data exchange directory for network operation
On the GISPC:

» Set up the access rights for the directory to full access, i.e. write and read ac-
cess rights.

» Ifauser account has been set up as described in section 2.1 Necessary operat-
ing system settings (Windows) (Net User), grant access authorization for
this account. Alternatively, if a guest account is used, leave the access autho-
rization setting on Everyone.

» Use the following share name:

= For the machine enable the directory C:\ZSK under the share name:
FRZSK

3.Set up the access path for the BasePac software to the data
exchange directory

On the GISPC:

» In the BasePac software, set up the access path to the ZSK memory of ma-
chine: C:\ZSK \MUSTER

4. Set up network connection at T8 control unit.
On the machine's T8 control unit:

» Set up the network connection for the machine to |GISPC \FRZSK.
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Typical application 2: advanced configuration

1. Create data exchange directories:

On the GISPC:

* For machine 1: typically C:\MACH_001 \ZSK \MUSTER
* For machine 2: typically C:\MACH 002 \ZSK \MUSTER

* For machine n: typically C:\MACH 00n \ZSK \MUSTER

2. Enable data exchange directories for network operation:
On the GISPC:

» Set up the access rights for each directory tofull access, i.e. write and read
access rights.

» If auser account has been set up as described in section 2.1 Necessary oper-
ating system settings (Windows) (Net User), grant access authorization for
this account (for every directory!). Alternatively, if a guest account is used,
leave the access authorization settings on Everyone.

* Use the following share names:

= For machine 1, enable the directory C:\MACH_001 \ZSK under the
share name:
FRMA_001 .

= For machine 2, enable the directory C:\MACH_002 \ZSK under the
share name:
FRMA_002.

= For machine n, enable the directory C:\MACH_00n \ZSK under the
share name:
FRMA_00n.
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3.Set up access paths for BasePac software to data exchange
directories:

On the GISPC:

» Inthe BasePac software, set up the access path to the ZSK memory of machine
1: C:\MACH_001 \ZSK \MUSTER

+ Inthe BasePac software, set up the access path to the ZSK memory of machine
2: C:\MACH_002 \ZSK \MUSTER

» Inthe BasePac software, set up the access path to the ZSK memory of machine
n: C:\MACH _00n \ZSK \MUSTER

4. Set up network connections at T8 control units:

On the machines' T8 control units:

» Set up the network connection for machine 1 to \GISPC \FRMA_001.
» Set up the network connection for machine 2 to WGISPC \FRMA_002.

* Set up the network connection for machine n to WGISPC \FRMA_00n.
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Typical application 3: special configuration

1. Create data exchange directories:

On the SERVER:

* For machine 1: typically C:\MACH_001 \ZSK \MUSTER
* For machine 2: typically C:\MACH 002 \ZSK \MUSTER

* For machine n: typically C:\MACH 00n \ZSK \MUSTER

2. Enable data exchange directories for network operation:
On the SERVER:

» Set up the access rights for each directory tofull access, i.e. write and read
access rights.

» If auser account has been set up as described in section Necessary operating
system settings (Windows) (Net User), grant access authorization for this ac-
count (for every directory!). Alternatively, if a guest account is used, leave the
access authorization settings on Everyone.

* Use the following share names:
= For machine 1, enable the directory C:\MACH_001 \ZSK under the

share name: FRMA 001 .

= For machine 2, enable the directory C:\MACH 002 \ZSK under the
share name: FRMA _002.

= For machine n, enable the directory C:\MACH_0n3 \ZSK under the
share name: FRMA 00n.
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If using BasePac software that is older than BasePac21 Version 4.06,
the following data exchange directories must also be enabled:

= For machine 1, enable the directory CAMACH_001 under the share
name: FRMA 001_GlIS.

= For machine 2, enable the directory C:\MACH_ 002 under the share
name:: FRMA_002_GIS.

= For machine n, enable the directory C:\MACH_00n under the share
name: FRMA_00n_GIS.

3.Set up access paths for BasePac software to data exchange
directories:

On the GISPC:

+ Inthe BasePac software, set up the access path to the ZSK memory of machine
1: \SERVER \FRMA_001 \MUSTER

» Inthe BasePac software, set up the access path to the ZSK memory of machine
2: \SERVER \FRMA_002 \MUSTER

+ Inthe BasePac software, set up the access path to the ZSK memory of machine
n: \SERVER \FRMA_00n \MUSTER

If using BasePac software that is older than BasePac21 Version 4.06,
the forenamed access paths to the data exchange directories must
be changed as follows:

 In the BasePac software, set up the access path to the ZSK memory of machine
1: U\SERVER \FRMA_001_GIS \ZSK \MUSTER

* Inthe BasePac software, set up the access path to the ZSK memory of machine
2: \SERVER \FRMA_002_GIS \ZSK\MUSTER

» In the BasePac software, set up the access path to the ZSK memory of machine
n: \SERVER \FRMA_00n_GIS \ZSK \MUSTER

Network T8 Control Unit — Version 2.0 02060220 m 11.12.07/Ch Kx
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4. Set up network connections at T8 control units:

On the machines' T8 control units:

* Set up the network connection for machine 1 to WSERVER \FRMA_001.
* Set up the network connection for machine 2 to \SERVER \FRMA_002.

* Set up the network connection for machine n to \SERVER \FRMA_00n.
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2.6 Create data exchange directory and enable
for network operation (Windows)

Machines equipped with a T8 control unit need a subdirectory on the network PC
for exchanging data with the GiS software. Create a directory named ZSK on the
PC's hard disk with the Windows Explorer. The path to the directory is irrelevant,
but it must be named ZSK. The ZSK directory must also contain a subdirectory
named MUSTER ("designs"). Notes on creation:

2.6.1 For GiS BasePac software on PC

With one machine:

= The directory c:\zsk\muster is to be created.

= The ZSK directory (c:\zsk) is to be enabled for network operation.

With n machines:

= For machine 1: the directory c:\mach_001\zsk\muster is to be
created (directory for Machine 001).

For machine n: the directory c:\mach_00On\zsk\muster is to be
created.

= The ZSK directories (c:\mach 00x\zsk [with x = 1...n]) must be en-
abled for network operation with different share names.

Network T8 Control Unit — Version 2.0 02060220 m 11.12.07/Ch Kx
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2.6.2 For GiS Production Manager software on PC

The directories can be created in exactly the same way as when using the GiS
BasePac software with n machines. However, the directories should additionally
be created in a main directory, e.g. c:\prodman\... (for Production-Manager).
This would then look as follows:

For machine 1: the directory c:\prodman\mach_001\zsk\muster is to be
created.

For machine n: the directory c:\prodman\mach_ 00n\zsk\muster is to be
created.

The ZSK directories (c:\prodman\mach 00x\zsk [with x = 1...n]) must be en-
abled for network operation with different share names.

To sum up, the following parameters are to be set for allowing access
to the directory/directories:

e Share name: Any text not exceeding 15 characters (A...Z, a...z, 0...9) (use
different share names).

* Access rights: Set up full access, i.e. write and read access rights.

* Access authority: If a user account has been set up as described in section Nec-
essary operating system settings (Windows) (Net User), grant access autho-
rization for this account. Alternatively, if a guest account is used, leave the
access authorization setting on Everyone.
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Figure 2.29:
GiS BasePac
File >>> Open...

Figure 2.30:
GiS BasePac
Select a single design

Figure 2.31:

GiS BasePac

Parameter setting
Accessing ZSK memory

Configuration

2.7 Set up the access path for the GiS software
to the data exchange directory

In the main menu of the GiS BasePac software:

The following descriptions

arc

based on a GiS BasPac21 Version

¥ GiS BasePac'21 ¥4.04 Z5K Machine - 0.00

ES! File Edit Display Block Settings Ficture Drawing  Law

EllzEl

I 20.0

B Mew Clrl+h
g== [ TiEmE ate
"/’ Chrl+0
P Buick start buttons
+S Fant management
B Save [Etls
00491105

V404 Select a single design

Drive - I
C: HARDDISK
D: Directory
E:
R:
@: Import
|
m Name Customer Da

00491103

PR

the ZSK memory.

4.03.

Select the File menu item and
then the Open ... option.

Move the mouse pointer to the
dialog's title bar and click the
right mouse button.

The menu that appears allows you to set the parameters for accessing

V4.04 Select a single design
Werschieben
Drive = I X Schliefen Alt+F4 Ei
C HARDDISK Change the directory for temporary files - i _
[E) Change th ory directary PESIQHS Date ~
R: LColor zettings 3
: Import
@ P EPC-Connection
v Access to the Z5K-Memary
I Select drives for searching =
I I only DOS Dizk format
Double click on a design = show header
m Name v Double click on a design = OK ype|Stitches | Backup -
Directony export
Diirectory print
marked Pictograms export
Wersion 4.04
=l (=l bl e 2 = [m (= al |

00491102
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Figure 2.32:
GiS BasePac
Paths to ZSK memories

NOTE

Figure 2.33:
GiS BasePac
Select a single design
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 First select the menu item Change the ZSK Memory directory.

= This opens a window in which you can define the access paths for ZSK

memory directories.

Directories of the ZSK-Memories

Add
Remove

i

Cancel

00491111

If the list in the large window does
not contain the path c:\zsklmuster,
take the following action:

In the smaller window at the top,
enter c:\zsk\muster and confirm
with Add.

Exit the window by clicking OK.

The access path you enter here must correspond exactly to the
location of the data exchange directory you created and en-
abled earlier when installing the network. In this context also
observe the remarks in the Subsection entitled 2.5 Importantin-
formation and typical applications for the following sections and
chapter Network operation with GiS BasePac software).

* Inthe Select a single design dialog, open the menu once again by clicking the

right mouse button.

Werzchieben
¥ SchlieBen

Al+F4

Change the directory for termparary files
Change the Z5K-Memon directorg

LColor zettings

EFC-Connection
W Access to the Z5K-kMemorny

Select drives for gearching
only DOS Disk format

Double click on a design = show header
v Dlouble click on a design = Ok

Directary expart
Directory print

marked Pictograms expart

Wersion 4.04

00491108
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Now check whether the menu
item Access to the ZSK memory
is ticked.

If it is not ticked, click the option
with the left mouse button to en-
able it.



Configuration

Once this setting is adopted, monograms and designs created with GiS BasePac
can be saved directly to the ZSK memory (the data exchange directory).

A machine with a T8 control unit can subsequently load the designs contained in
this data exchange directory via the network.
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3. Network operation with
GiS BasePac software

3.1 Normal operation
3.1.1 Saving designs in the data exchange directory

Create a design with the desired parameters on the network PC with the BasePac

software:
Figure 3.1: To save the design in the data ex-
GiS BasePac change directory,
Savmg deS]gnS 1mn the ZSK E«— File Edit Display Block Seftings Picture Drawing Layout
memory Ol=|EEH|=| s|=] =] ¢ == 2|es]E
G i - o | .
ﬂm L | NN | click on the [ZSK] button.
T
ZK A=
02059125 = = or
|
i &
| * In the File menu, select the
el | Save in ZSK-Memory option.
| e
- [est .
00491 0?_
e Use the [CTRL]+[1] shortcut.
In the Saving options dialog, define the start and end points of the design:
Figure 3.2: * Enable desired options.
GiS BasePac 2t
H H —starting point —ending point . .
Saving options « original ¢ original * Confirm the dialog with [OK].
" at Starting poini
e - - -
I AP
N | N
™ Additional path
X o i
Y: |0 11

" end needle = start needle

™ do not use anymore

00491104
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Figure 3.3:
GiS BasePac
assigning design number [CAZSKIMUSTER
Filename Name Stitches Date
00000000.200 | Jiirgen 9615| 5.01.1998
00000000.201 | Miseltierchen 31941 13.01.1998
00000000.202 | AD2 METZLER TEST 1940 26.01.1998
00000000.203|AD3 TEST 290( 28.01.1998
00000000.204| bout of africa 155411| 28.01.1998
000 P [x]1998
ooo 998
000 997
ggg Niiibe 39 unused number gg;
og  Versiom: [0 _unused version | {op,
000 998
gog  Name: [Test 997
000 996
ooo I I I 996
L nanamaas s TR TR
* In the Assign design number dialog, confirm the defaulted design number
with [OK].
= The created design is saved in the ZSK memory under this number.
*  You can enter a different design number and name if you wish.
3.1.2 Connection from the T8 control unit to the data exchange
directory
To make a connection to the data exchange directory,
a choice of 2 variants is available.
Variant 1
Figure 3.4: . _
. K Hachine 23.02.2007 13:46
T8 control unit,
machine basic screen £0 #8
8% &
LA O
B V2 ¥
= DO0o00ocoocooooooo » -
— S e |
HE PR £ 1)
B SIEINNE
[ Machine standstill
) (o) L2 () Be) (&) (&) (1) (1] o=
02060005
* Press [R1] Select machine design.
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Figure 3.5:

T8 control unit,
machine basic screen
Variant 1

Figure 3.6:

T8 control unit,
check pantograph
configuration
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[

SK

Hachine 26.02.2007 13:23

)
#

@)

Fe2H
|
(m

e
e aad
EE22]

[

(o] [ o [ o ] ]

2234561 0amamnns oy )

22oesensaunnnnn | Zy)
0 REM &)

wao| S| &5

j'

02060023

Machine standstill

Press [U5] Select design from network key .

Check pantograph configuration

>> Border frame No.: 001 Vers.: 00

Border frame - silk stitch No.: 002 Vers.: 00

Q

confirm ]j)

02060025

In the Check pantograph configuration dialog, enter the machine setup used

with the cursor keys.

Select with the [L8], [R8] or [OK] keys.
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Variant 2

NOTE Variant 2 is not available in Simple operation mode.

Figure 3.7:
T8 control unit,
machine basic screen

Machine

Ooooooocoooogooo

123456738 20WLRDBUIS
sassnesonnnnn | 29
=13

0 REM icd)

l Machine standstill

o) (tr] [ () (2] (v ] ) (1 ) (s J L)

02060005

e Press [L4] Design manager.

Figure 3.8:
T8 control unit,
Disk/memory/network/ H* 3 road £rom disk } [Q‘U write data to disk ]
USB device,
Variant 2 &= g road £rom uss device } [g»@’ write to USB device ]
(é@ Load via network ‘D [5@ Write to network ]
n»l, Delete design on disk ] [1|on Format disk ]
l’f\j Delete from USB device J [s Initialize memory ]
;4;’3 Delete from network J [g ‘Q Copy within memory ]
g#f\i Delete from memory J [ —OD-l Previous ]
02060024
* Press [L3] Load design from network key.
NOTE The following sequence applies to both variants.
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Figure 3.9:
T8 control unit,
network connections

Figure 3.10:

T8 control unit,

enter net connection name
as follows,

\\Computer name\

Share name

02060420.fm 11.12.07/Ch,Kx
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If a connection has already been set up on the T8 control unit, it will now be dis-
played and can be used. Otherwise, a new connection can be set up as follows:

Hetwork connections

Select existing connection:

Ho entry available

P

-~
(Set up new connection ]) Delete entry

—

—_—

Select network connection J [E:evious

02060026

Press [L7] Set up new connection button.

For connection purposes, enter the computer name [Section 2.1 Necessary oper-
ating system settings (Windows)] and the share name [Section 2.6 Create data ex-
change directory and enable for network operation (Windows)] of the directory
being connected, or the computer name on its own as follows:

Variant 1

Enter net connection name as follows:

Server or \\Server\SharedbDirectory

(l\\GISPC\E‘RZSK )

Switching to other characters

Switching to capital letters
Delete character left of cursor

02060027

(- - J- 0 - -
gooagooan

Press the [OK] button to create the connection.
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Variant 2

Figure 3.11:

T8 control unit,

enter net connection name
as follows,

Computer name

Enter net connection name as follows:

Server or \\Server\SharedbDirectory

q\\GISPC )

Switching to other characters
Switching to capital letters
Delete character left of cursor

(- JL 0 M-
gooagooan

02060028

* Press the [OK] button to display all directories enabled for network operation
and visible on the selected PC in the following menu dialog.

= Display of enabled and visible directories on the PC named GISPC

Figure 3.12:
~
Select T8 control unit,
\\GISPC\FRMA 001 H
Select newnetwork \\GISPC\FRMA_002 :
1 \\GISPC\FRMA 003 H
connection
( Select network connection D[E:evious ]

02060029

» Select the desired directory with the cursor keys and create the connection with
[L8] Select network connection
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Figure 3.13:
T8 control unit,
Load network design

NOTE

02060420.fm 11.12.07/Ch,Kx
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The following sequence applies to both variants.

Load network design:
B

00000021.200
00000022.200
00000023.200
00000024.200
00000025.200
00000026.200
00000027.200
00000028.200
00000029.200
00000030.200
00000031.200
00000032.200 2

00000033.200 Test tichdaten 3582 & 132 1 84

[

W N
CIRE I B I R I R ]

E)
2
2
2
2
2
2
2
?
2
2
2

e
2
2
2
2
2
2
2
2
3
2
)

[pesigns and design tables

( select design J)[Prwinus ]
EIERID B EBICECE

02060030

= The design most recently created with the GiS BasePac software is al-
ways preselected in the network directory.

* Alternatively, a different design can be selected for loading with the cursor

keys or the other directory operating elements.
* Press the [L8] Select design key to load/save the selected design.
This manual does not go into the remaining menu dialogs for loading

designs. Information on this subject is contained in the Quick refer-
ence guide T8 control unit.
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3.2 Automatic mode, monogram machine

3.2.1 Connection from the T8 control unit to the data exchange
directory

Figure 3.14:
T8 control unit,
machine basic screen

Hachine 23.02.2007 13:46

3 T

DOO0O00O00o00o0oO0ocooo
12343676300 (

EE
[ Machine standstill

el e e o o=

02060005

* Press [R1] Select machine design .

Figure 3.15:
T8 control unit,
machine basic screen

Hachine 26.02.2007 13:23

i (]
DOO0O00O00o00o0oO0ocooo
1)
siesenesunnnan | G
o reu (&9
i B &

Machine standstill

B]E]g)=(=) & (=

* Press the [U6] Activate operating mode monogram machine button.
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Figure 3.16:
T8 control unit,
network connections

Figure 3.17:

T8 control unit,

enter net connection name
as follows,

\\Computer name\

Share name

02060420.fm 11.12.07/Ch,Kx
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If a connection has already been set up on the T8 control unit, it will now be dis-
played and can be used. Otherwise, a new connection can be set up as follows:

Hetwork connections

Select existing connection:

Ho entry available

= N

(Set up new connection ]) Delete entry

—/

./

Select network connection J [Pteviuus

02060026

e Press [L7] Set up new connection button.

For connection purposes, enter the computer name [Section 2.1 Necessary oper-
ating system settings (Windows)] and the share name [Section 2.6 Create data ex-
change directory and enable for network operation (Windows)] of the directory
being connected, or the computer name on its own as follows:

Variant 1

Enter net connection name as follows:

Server or \\Server\SharedbDirectory

q\\ulsec\razsx )

Switching to other characters
Switching to capital letters
Delete character left of cursor

(I 0 M- -
goagagooan

02060027

¢ Press the [OK] button to create the connection.
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Variant 2

Figure 3.18:

T8 control unit,

enter net connection name
as follows,

Computer name

Enter net connection name as follows:

Server or \\Server\SharedbDirectory

q\\GISPC )

Switching to other characters
Switching to capital letters
Delete character left of cursor

(- JL 0 M-
gooagooan

02060028

* Press the [OK] button to display all directories enabled for network operation
and visible on the selected PC in the following menu dialog.

= Display of enabled and visible directories on the PC named GISPC

Figure 3.19: .
~
Select T8 control unit,
\\GISPC\FRMA 001 H
Select newnetwork \\GISPC\FRMA_002 :
1 \\GISPC\FRMA 003 H
connection
( Select network connection D[E:evious ]

02060029

» Select the desired directory with the cursor keys and create the connection with
[L8] Select network connection
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NOTE The following sequence applies to both variants.

= The display area changes to the machine basic screen once the connec-
tion has been created. The active monogram machine mode is indicat-
ed by a symbol in this display.

Figure 3.20:
T8 control unit,
machine basic screen

28K HMachine 26.02.2007 13:45

80 &
@ 9
&Y P

00000000c00000o
123458788

e 0BRSS
=i 2e0useraswnnmnn | 5§D
B =
i +lBI VI <>

I ( Waiting for next design )
sg0] o] () 8] ) ) e [ 1) () ]

02060031

= The machine awaits the transfer of a design by the GiS BasePac or GiS
Production Manager software.
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3.2.2 Saving monogram in ZSK ring buffer

Create a monogram with the desired parameters on the network PC with the
BasePac software.

Figure 3.21: . . . To transfer the monogram to the
. B Pac 3_n-l3| BasPa 21 V4. .04 F5K l«'lal::hln—l].l]l:lx : . .
Gls ase E: File Edit Display Block Settings Picture Drawing  Lapout machll’le.
basic screen Dl =(=E[=] 2= x| 2= @]z
Z|ME1 [Gc Helvetica =] [zo0 ¢ < ecither click on the [Embroider]
n o _\|'4| T T TP T e o s L e button
00490115 E q_;
I or
I &
ﬁl 3 + In the File menu, select the
S_: o Save in ZSK-Memory option.
= Bf eS Select Save in MSCI ring buffer
00491 0?_
or

e Use the [CTRL]+[2] shortcut.

* In the following Saving options dialog, define the start and end points of the
monogram, and confirm with [OK].

If the machine is not currently processing a design, the design is immediately
transferred to the machine ready for execution by way of the operating lever.

If the machine is busy processing another design, the design remains in the ring
buffer until the machine reaches the end of the current design. The first design in
the ring buffer is then automatically assigned to the machine.

While the machine is embroidering, up to 99 further designs can be committed to
the ring buffer. These designs are executed by the machine in the sequence in
which they were created.

The GiS BasePac software contains a dialog that lists all of the designs transferred
to the machine for execution.
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Figure 3.22:
GiS BasePac
Ring buffer

Ringbufier  E

= -

00491112

02060420.fm 11.12.07/Ch,Kx
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Ringbuffer [ %]
Design name l [ate |
Desgin 1 30.04.2002 / 16:11
Mr. President 30.04.2002 /1611
Hallo ‘world 30.04.2002 £ 16:12
25K 30.04.2002 £ 16:12
Gis 30.04.2002 £ 16:12

Delete Delete all

00491113

Network T8 Control Unit — Version 2.0

This ring buffer display is ac-
cessed by means of the button
displayed on the left.

= Click the button in this
window to obtain a list of
the designs currently
saved in the ring buffer:
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Windows 95/98/ME

4. Windows 95/98/ME

4.1 Necessary operating system settings

For this installation routine you need the original CD-ROM containing
the Windows operating system.

The procedure described here applies to Windows 95/98/ME. The in-
dividual steps and screenshots that you will encounter may differ,
depending on the computer configuration and operating system ver-
sion.

The operating system may have to be restarted between individual
steps of the installation routine.

Network T8 Control Unit — Version 2.0 4 -1
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Figure 4.1:

Windows 95/98/ME,
Network Neighborhood
Properties, context menu

Figure 4.2:
Windows 95/98/ME,
Network

Figure 4.3:
Windows 95/98/ME,
Networking components

4.1.1 Setting up the TCP/IP protocol

DOpen
Explare
Find Compuiter. ..

M
Meighb

Iap Metwork Drive...

Dizconnect Metwork Drive. .

Create Shartcut
Rename

00491513

Network

Configuration ] Identification | Access Control |

The fallowing netwark. components are installed:

[21x]

f._‘, Client for Miciosoft Networks
S8 M acronis Mx387xs Family Fast Ethernet Adapter [ACF1]
i MetBELIl

- TCPAP
File and printer sharing for Microzoft Metworks

Add... I Remave | Properties ]

Prirmary Metwark Logon:

]Ehent for Microsoft Networks

Eile and Print Sharing...

Description

TCPAP is the protocal pou use to connect ta the Internet and

wide-area networks.

=]

Cancel
00491524
Select Metwork Component Tppe HE
Click the type of netwark component pou want o install:
Add...
Cancel |

Protocol iz a 'language’ a computer uzes. Computers
must uge the same protocaol o communicate.

00491525

Network T8 Control Unit — Version 2.0

Windows 95/98/ME

Move the mouse pointer to the
Network Neighborhood symbol
and click the right mouse button.
In the context menu that is dis-
played, enable the

Properties option with the left
mouse button.

Here you can check whether the
TCP/IP protocol is already in-
stalled.

In this example the protocol is
already installed. You can check
the existing settings by selecting
TCP/IP in the list of components
and then clicking Properties.

If TCP/IP is missing from the list
of components, the protocol has
not been installed.

To do this, click on the
[Add...] button.

Mark the entry Protocol.

Click on [Add...].

02060320.fm 11.12.07/Ch,Kx
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Figure 4.4:
Windows 95/98/ME,
Network

Figure 4.5:
Windows 95/98/ME,
TCP/IP Properties

02060320.fm 11.12.07/Ch,Kx

Select Network Protocol

Click the Metwark Pratocal that you want ta install, then click OK. If pou have
E an installation disk for this device. click Have Disk,

Manufacturers: Network Pratocals:

Banyan |F/5P-compatible Pratocal
Digital Equipment (DEC)

Microgoft 32-hit DLC
Microsoft DLC

NetBELII

Have Disk...
Cancel

00491526

Windows 95/98/ME

¢ In the window labeled Manu-
Sfacturers, select Microsoft.

e In the window labeled Network
Protocols, select TCP/IP.

* Confirm the selection with [OK].

= This takes you back to the Network dialog. The list of components
should now contain an entry for TCP/IP.

* In the Network dialog, select TCP/IP in the list of components and then click

Properties .

TCP/IP Properties EHE

Birdings | Advarced | NetBl0s |
DMS Configuration I Gatewap | WING Configuration 1P Address

An IP addiess can be automatically azsigned to this compuiter.
IF your network, does not automatically assign [P addresses, ask
your netwark administrator for an address, and then twpe it in
the space below

" Dhbtain an P address automatically

& Specify an IP address:

1P Address: 192 168. 0 .
Subnet Mask: (265 .26K 255, 0

Cancel

00491527

¢ Select the IP address tab.

* Enable the option Specify an IP
address.

» Enter the IP address.

For small networks, use
192.168. 0.x, replacing the x with a
different number between 1 and 254
for each network user.

Enter 255.255.255.0 as the Subnet
Mask.

When assigning the IP address, note
the remarks in Subsection 2.1 Nec-
essary operating system Ssettings
(Windows) as well.

The settings on all the other tabs are correct when the TCP/IP protocol is config-
ured for the first time. For verification purposes, the default settings are illustrated

below:

Network T8 Control Unit — Version 2.0



Windows 95/98/ME

DNS configuration:
Figure 4.6:
Windows 95/98/ME, e o
N Toperties i
TCP/IP Properties,
. Bindngs | Advanced | Ne®IDS |
DNS configuration DMS Conliguiaion | Gatewey | WING Corfiguration | 1P Adchoss
& Disable ONE
" Enable DN
Host | Do |
NEIB ey B eah Hder
' T 1 s
’ etziiie
i B0 SEah e
| il
| Eemove,
00491528
WINS configuration:
Figure 4.7:
Windows 95/98/ME, TCP/IP Properties HE
TCP/IP Properties, Bindngs | Advenced | memIDs |
WINS Conﬁguratlon DINS Configuration | Gatewap  WINS Configuration | IP &ddress
Contact your netwark admiristatar to find out if you need to
canfigure wour computer for WiINS
 Dicable WING Plesolutior
 Enabls WINS Resalution
Eilineny sWIHE Senver |I|
Secandan WINS Serven l:l
Seope |UF
1 k= WPIRP far NG Fessl o
00491529
Gateway
Figure 4.8:
Windows 95/98/ME, TCP/IP Properties HE
TCP/IP Properties, Bndngs | Advanced | NemiDs |
Gatew ay DNS Configuration Gateway | WINS Canfiguration | IP Address
The st gateway in the Installed Gatewiay it wil he the default
The arlhess arddst in e list wil b B order in which Hess
machins are ussd
MNew gateway:
. . . sdd |
Installsd nstevusys
Eeneve
00491530
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Figure 4.9:
Windows 95/98/ME,
TCP/IP Properties,
NetBIOS

Figure 4.10:
Windows 95/98/ME,
TCP/IP Properties,
Bindings

Figure 4.11:
Windows 95/98/ME,
TCP/IP Properties,
Advanced

02060320.fm 11.12.07/Ch,Kx

NetBIOS

Bindings

Advanced

Network T8 Control Unit — Version 2.0

Windows 95/98/ME

TCP/IP Properties [7]

DNS Configuiation | Gateway | WINS Configuration | IP Address |
Bindings | Advanced (O =L S N

HetBIOS suppart allows you ta run NetBIOS applications over
the TCP/IF protocal

I | Gzt to enatile HetE] S aven TER R

Lo |

00491531

TCFP/IP Froperties [ 7]

DNS Configuiation | Gateway | WINS Corfiguration | IP Address |

Advanced | NelBIOS

Click the network. components that will communicate using this
pratocol. To improve your computer's speed. click only the
components that need to use this protocal.

¥/ Client for Microsoft Hetwerks
%] Fils and printer sharing for Microsoft Metwarks

00491532

TCP/IP Properties [2]

DNS Configuration | Gateway | WINS Configuration | 1P Address |
Bindngs  §  Advanced | NemIDS

Click the setting you want to changs on the left, and then
select itz new value on the right.

Property: Walue:

Present

V¥ Set this protocol to be the default protocal.

00491533



Figure 4.12:
Windows 95/98/ME,
Network

Check all settings.

Confirm the Properties of TCP/IP dialog with the [OK] button.

Windows 95/98/ME

= The Network dialog appears again.

Network

Canfiguration ] Identification | Access Control |

The following network, components are installed:

3 Client For Micrasoft Metwarks
R Macronix M987mx Family Fast Ethernet Adapter [ACPI)

I MetBEUI
LY TCPAP

File and printer sharing for Microsoft Metworks

add. |

Remove ‘ Properties I

Primary Metwork Logon:

‘Elienl for Microzoft Netwaorks ﬂ

FEile and Print Sharing..

Description

TCP/IF is the protocol pou use to connect to the Intemet and

wide-area networks.

Cancel

00491524

Select the Identification tab.

Enter computer name.

Network T8 Control Unit — Version 2.0
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Figure 4.13:

Windows 95/98/ME,
Network, File and Print
Sharing

02060320.fm 11.12.07/Ch,Kx

Windows 95/98/ME

4.1.2 Setting up File and Print Sharing

Metwork 2]

Configuration | |dentification I Access l:ontmll

The fallowing network. components are installed:

Client for Microzsoft Metwarks
B8 M acroniz M987xs Family Fast Ethernet &dapter [ACP1)

Add... I Bemove Properties I

Primary Metwaork Logon:
ICIient for Microsoft Metworks ;I

File and Frint Sharing... |

File and Print Sharing

¥ | want ta be able to give others access to my files.

™ | want ta be able to allow others to print bo my printer(s).

Cancel

00491510

» Select File and Print Sharing.

* Enable the option I want to be able to give others access to my files.

» Exit the dialog with [OK].

Network T8 Control Unit — Version 2.0



Figure 4.14:
Windows 95/98/ME,
Network,

Select Network
Component Type,
Select Network Client

Figure 4.15:
Windows 95/98/ME,
Network,

Client for Microsoft
Networks Properties

Windows 95/98/ME

4.1.3 Installing Client for Microsoft Networks

The Network dialog must contain an entry for Client for Microsoft Networks. If
this entry is not there:

* Press the [Add...] button in theNetwork dialog.

* Then in the dialog

Solact Networik Component Type Ik Select Network Component
Click the type of network companent you want to install 7,
e — Type, mark the Client entry and
BB Adapter
o | press [Add].

* Inthe dialog Select Network Cli-
ent mark the manufacturer Mi-
crosoft and the Network Client
Client for Microsoft Networks .

’E Click the Metwork Client that you want ta install, then click OK. If you have
- an installation disk for this device, click Have Disk.

Manufacturers Metwork Clisnts:
= Banyan

B Client for Microsoft Networks

Client for Metw/are Networks

e Click [OK] to confirm the selec-

_ HoweDik | tions and initiate the installation
routine.
Cancel

00491509

Checking properties of the Client for Microsoft Networks:

* In the Network dialog, mark the entry for Client for Microsoft Networks and
click the Properties button.

Client for Microsoft Networks Properties HE

General |

-~ Logon validation

r

S Windows T

u log on, wil be verified
on aWwindows NT domain

Wfindows MT domain

~Metwork logon options—————————————————
€ Quick lagon

wiindows logs you onto the netwark, but network
diives are not recennected unil you use them,

' L pgan and restore netwark connections

Wihen you log onta the netwark, Windows
werifies that each network drive is ready for use

Cancel

00491503

* Check the settings and click [OK] to close the dialog.

* Also close the Network dialog by clicking [OK].

Network T8 Control Unit — Version 2.0
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Figure 4.16:
Windows 95/98/ME,
Network,

Client for Microsoft
Networks Properties

02060320.fm 11.12.07/Ch,Kx

Windows 95/98/ME

4.1.4 Define identifiers by means of computer names and
workgroups

Network [ 7] %]

Configuration  Identification | Agcess Control|

&) Windows uses the following information to identify your
4 computer on the network. Please type & name for this

computer, the workgroup it wil appear i, and a short
description of the computsr

Computer name: [GI5PC
Workgioup:  [Stickerei

Computer
Descrption:

|PE zur Erstellung von Monogrammen

Carcel

00491511

* Enter a unique Computer name and an identical Workgroup identifier for all

network users.

system settings (Windows).

* An optional field is provided for additional text describing the computer.

» The select the Setting up File and Print Sharing tab.

Network T8 Control Unit — Version 2.0

In this context also observe the remarks in Subsection 2.1 Necessary operating
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Figure 4.17:
Windows 95/98/ME,
Network,

Client for Microsoft
Networks Properties

Windows 95/98/ME

4.1.5 System-specific settings

Enabling access control for network resources

Metwork [ 2] %]

Configuration | Identification Access Contial |
~ Control access to shared resaurces using:

ssword for each shared
resource
€' Usarlavel accsss control

Enablss you to specify ussrs and groups who havs
aceess to each shared resource.

(ibstai st of tsers and aroups fiom

Cancel

00491512

» Enable the option Share-level access control.

* Go back to the Configuration tab.

Network T8 Control Unit — Version 2.0
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Figure 4.18:
Windows 95/98/ME,
run...

Figure 4.19:
Windows 95/98/ME,
MS-DOS prompt

02060320.fm 11.12.07/Ch,Kx

Windows 95/98/ME

4.2 Create data exchange directory and enable
for network operation
Various options are available for creating a new directory and enabling it for the

network. For reasons of simplicity, one method of creating the data exchange di-
rectory on hard disk C is described below:

* From the Start menu, select the Run ... option:

Run HE

= Type the name of a program, folder, or document, and
Windows will open it far you,

Open: ;command .:l

Ok I Cancel | Browse. . |

00491502

 In the dialog that appears, enter cmd and confirm with [OK].

orp 1981-1996.

00491506

» To create the directories, enter the following commands and, in each case, con-
firm with [RETURN].

mkdir c:\zsk

mkdir c:\zsk\muster

Network T8 Control Unit — Version 2.0 4-11
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Figure 4.20:
Windows 95/98/ME,
MS-DOS prompt

00491503

= A directory named ZSK and a subdirectory named MUSTER are thus

created on hard disk C.
* Close the MS-DOS Prompt by clicking the cross symbol at the top right of the
screen.
m » To enable the directory for the network, double-click the My Computer symbol
s on the Desktop.

00491501

* In the window that appears, click the symbol representing drive C.

= A dialog appears showing the files and directories contained on hard

disk C.
Figure 4.21:
Windows 95/98/ME,
Context men,
sharing... Fi= Edi Wiew Help
| = E-586gamas 0] =l I F=] e
Giz Gisstart Program Files
= ! _]
Win3Sed  windows Opcoy
Explore
(e Eind...
2 | || | = Sharing...
Autoexec.bat  Command. com Metlag Cendilio »
- Cuit
(=0 [ =" 5
- 25 [l = Comy
Dizplays the properties for sharing the sele Create Shortout
Delete
Hename
Froperties

00491500

* Click the left mouse button to select the ZSKdirectory and then click the right
mouse button.

* In the displayed context menu, select Sharing....

4-12 Network T8 Control Unit — Version 2.0
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Figure 4.22:
Windows 95/98/ME,
Zsk Properties,
Sharing tab

o

zzk
00490517

F LN
zzk
00490518

02060320.fm 11.12.07/Ch,Kx

Windows 95/98/ME

zsk Properties EE3

General  Sharing |

" Mot Shared
—1% Shared As:
Share Marne: IFH 25K
Comment: I

Aocess Tupe:
" Read-Only
= i
" Depends on Password

Pazswonds:

Eread Rl Eassmond; I
Full Azcess Password: I

Ok I Cancel | Apply

00491503

* Enable the options Shared As and Access Type Full.
* Do not enter any Passwords.
» The suggested share name ZSK is to be changed to FRZSK in this example.

* Confirm the settings by clicking [Apply] and then [OK].

The ZSK directory on hard disk C can now be accessed by another PC via the net-
work. This is illustrated by the change in the directory symbol in the overview of
files and directories on hard disk C.

- Enabled for network:

- Not enabled for network:

Network T8 Control Unit — Version 2.0 4-13
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If the PC is sometimes used to access the Internet as well, all the
ATTENTION network enables for directories are to be cancelled while you are

using the Internet.

Otherwise, the directories enabled on the PCs are also visible
and accessible from the Internet.

Unless the directories are disabled, Internet users with the nec-
essary software and knowledge can gain access to designs
stored on your PC.

You can cancel the enable by following the procedure that applies for enabling.
(in the dialog for enabling the directory, mark the option Not Shared and con-
firm.)

If several data exchange directories are required (e.g. for the Production Manager
software), the steps described in this Subsection have to be repeated. In this con-
text also observe the remarks in Subsection 2.5 Important information and typical
applications for the following sections and chapter Network operation with
GiS BasePac software.
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Windows XP Home Edition

NOTE

Figure 5.1:

Windows XP,

Context menu of the Start
button

Figure 5.2:

Windows XP,

Taskbar and Start Menu
Properties

5. Windows XP Home Edition

5.1 Necessary operating system settings

The individual steps and screenshots that you will encounter may
differ, depending on the computer configuration.
The operating system may have to be restarted between individual

steps of the installation routine.

The description and screenshots below are based on the classic appearance of the
Windows Start Menu.

Open
Explore
Search...

Cpen Al Users

Explore All Jsers

Taskbar and Start Menu Properties ﬁJ&

Taskbar| Start Meru |

) Start menu
Select this menu style for sasy access to the
Internet, e-mail, and pour favorite programs,

(® Classic Start menu

Select this option to use the menu style from
sarlier versions of Windows

Customize...

00491639

Select the desired appearance:

e Position mouse on the [Start]
button.

* Press the right mouse button and
select the Properties option in
the displayed context menu.

* In the dialog Taskbar and Start
Menu Properties enable the op-
tion Classic Start menu.

* Confirm the dialog with [OK].

= The symbols for My Computer and My Network Places are now visible
on the Windows Desktop (basic screen). The classic start menu has now
been activated.

02060520.fm 11.12.07/Ch,Kx
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2
00491629

Figure 5.3:
Windows XP,
Network connections

5.1.1 Setting up the TCP/IP protocol

* Select the My Network Places symbol with the mouse pointer and click the

right button.

* In the context menu
Open .
Explors select Properties.

Search...

Manage

IMap Metwork Drive. ..
Disconnect Metwork, Drive...

Create Shorbout
Delete
Rename

00491600

% Network Connections |Z”E|E|

Fle Edit View Favortes Tools  Advanced  Help '#
Qe - @ - F| Pseaa [Froces [

Network Tasks : . ‘

[l Creste 2 new
connection 4 05 O Fast L .
¥ Set up a home or small Enable
"~ affice netwark Status
& Enable this network. s -
dervice Create Shorkcut
®f) Rename this connection

Change settings of this
connection

Rename

00491630

» Position the mouse on the entry Local Area Connection.
* Press the right mouse button.

* In the menu that appears, select Properties.

Network T8 Control Unit — Version 2.0
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Figure 5.4:

Windows XP,

Local Area Connection
Properties

Figure 5.5:

Windows XP,

Internet Protocol (TCP/IP)
Properties

Figure 5.6:
Windows XP,
Advanced TCP/IP Settings

02060520.fm 11.12.07/Ch,Kx

Windows XP Home Edition

L Eigenschaften von LAN-Yerbindung Px
Allgemein | Aythentifizierung | Enveitert

Werbindung herstellen unter Verwendung von:

8 3Com 3CI05B-COMBO-Ethemetadapter (Standard)

Datei und Druckerfreigabe fiir Microsoft-Netzwerke
1 =1 05 -Paketplaner
¥ %= Intemetprotokall [TCPAP)

[ lstalieren.. | [ Deinstalieren | | Eigensehaiten

Beschreibung

Ermsglicht den Zugiff auf Ressowcen in sinem
Microsoft-Hetewerk.

[[] Symbol bei Yerbindung im Infobereich anzeigen

Abbrechen
00490612
Internet Protocol {TCP/IP) Properties @@

General

“You can get IP seftings assigned sutomatically if your netwerk supports
this capabilty. Othenwise. you need ta ask pour ietwork, administrator for
the appropriate IP settings

) Obtain an IP address autamatically
@ Uss Thelloning P addicss:

IF address

Subnet mask:

Default gateway:

() Use the following DNS server addiesses
Preferred DNS server: i

Alternate DS server,

00491614
Enweiterte TCP/IP-Einstellungen @
IPEinstellingen | DNS | WINS | Optionen
IP-Adressen
IP-Adresse Subnetzmaske
192, . 266.266.266.0
Hinzufiigen. . | [ Bearbeiten... | [ Enttemen
Standardaataways
Gateway Metrik
[#] Automatische Matrik
Abbrechen

00490624

Network T8 Control Unit — Version 2.0

¢ With the mouse
select and activate Internet Pro-
tocol (TCP/IP).

e Then press the button
Properties in order to configure
the TCP/IP protocol.

* Enable the option Use the fol-
lowing IP address.

* Enter the IP address.

For small networks, use
192.168.0.x, replacing the x with a
different number between 1 and 254
for each network user.

Enter 255.255.255.0 as the Subnet
mask.

When assigning the IP address, note
the remarks in Subsection 2.1 Nec-
essary operating system Settings
(Windows) as well.

Check the advanced TCP/IP set-
tings with Advanced ...:

= The previously entered IP
address 192.168.0.x
should already be visible
on the tab labeled IP Set-
tings. (see above)



Figure 5.7:

Windows XP,

Advanced TCP/IP Settings,
DNS

Figure 5.8:

Windows XP,

Advanced TCP/IP Settings,
WINS

Windows XP Home Edition

The settings on all the other tabs are correct when the TCP/IP protocol is config-

ured for the first time after Windows XP Home Edition is installed.

For verification purposes, the default settings are illustrated below:

DNS tab:

WINS tab

S
S

Advanced TCP/IP Settings
IP Settings | DNS | wiINS | Dptions
DNS server addresses, in order of use:
Add

The fallowing thice settings are applied to all conneetions with TCRAP
enabled. For resalution of unqualiied names:
(&) ppend primary and connection specific NS suffives
[#] &ppend parent suffives of the primary DNS suffic
1 ppend these DNS sulfives (in order)

e |=

DINS sulffs for this connection: |

Flegister this connection’s addiesses in DNS
[] Use this connestion's DN suffix in DNS registration

0491620
Advanced TCP/IP Settings E|E

| 1P Settings | DNS | WINS | Optians|
WING addresses, in order of use:
Add

IFLMHOSTS lookup is enabled. it applies to all connections for which

TCPAP iz enabled
Import LMHDSTS.

Enable LMHOSTS lookup

MetBI0S setting

@ Defaul:
Use NetBIOS satting friom the DHCP server. If static |P addiess is
used or the DHCP server does not provide NetBIOS setting,
enable NetBIDS aver TCP/IP

(23 Friahle N&tRING nvar TRPAP
O Disable NetBIOS aver TCPAP

00491623

Network T8 Control Unit — Version 2.0
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A
Options tab
Figure 5.9:
Wlndows XP) . Advanced TCP/IP Settings IE”’E‘
Ad\{anced TCP/IP Settings, TR (T T Rl
Options Ol satings:
TCPAR filtering
Description:
TCPAP filteting allows you b cortrol the tupe of TCPAP netwark
taffics that reaches your Windows computer

Figure 5.10:

Windows XP,

Advanced TCP/IP Settings,
Options,

Properties

00491622

Options tab => Properties - TCP/IP Filtering

TCP/IP Filtering 23
] Enable TCP/ P Filtering (A1l adapters)
() Permit All @) Fermit Al
) Permit Only () Permit Orly
I TCF Ports IP Protocols
emave
0491621

After checking all settings,

use [OK]to exit from Advanced TCP/IP Settings.

02060520.fm 11.12.07/Ch,Kx
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Figure 5.11:

Windows XP,

Local Area Connection
Properties,

General

Figure 5.12:

Windows XP,

Local Area Connection
Properties,
Authentication

L Eigenschaften von LAN-Verbindung

Allgemein | Authentifizierung | Enaeitart

Yerbindung herstellen unter Venwendung von

E8 3Com 3CI05E-COMBO-Ethernetadapter ($tandard)

Diese Yerbindung verwendet folgende Elemente:
’E _H £ o
¥ 4= Datei- und Druckerfieigabe fiir Miciosoft-Netzwerke
[ =1 o5-Paketplanst
¥ %= Intemetprotokal (TCRAF)

[ instalieren.. | [ Deinstalieren | [ Eigenschaften

Beschreibung

Ermaglicht den Zugriff auf Ressourcen in einem
Microsoft-Netzwerk.

[7] Symbol bei Yerbindung im Infobersich anzsigen

00490612

Authentication tab

» Select the Authentication tab and check the settings illustrated alongside.

- Local Area Connection Properties @

General ! Authentication | Advanced |

Select this option to provide authentisated network acoess for
wired and wireless Ethemet networks.

Enable network access control using IEEE 802.1

EAP type: | Smart Card or other Certiicate: v

.

[#] Authenticate as computer when computer information is availsble

[[] Authenticate as guest when user or computer information is
unavailable

00491610
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Figure 5.13:

Windows XP,

Local Area Connection
Properties,

Advanced

02060520.fm 11.12.07/Ch,Kx

Windows XP Home Edition

Advanced tab

Then select the Advanced tab and, as before, check the settings.

L Lacal Area Connection Properties @ﬁl

General | Authentication | Advanced |

Intemet Connection Firewsall

[] Protect my computer and network. by limiting or preventing
aceess to this computer fiom the Intsmet

Leam mare shout Intermet Connection Firesal

If you'e ot sure how to et these propetties, use
the Network, Setup Wizard instead

00491611

Go back to the General tab.

Network T8 Control Unit — Version 2.0



Figure 5.14:

Windows XP,

Local Area Connection
Properties,

General

Figure 5.15:

Windows XP,

Local Area Connection
Properties

Windows XP Home Edition

5.1.2 Setting up File and Print Sharing

In the Local Area Connection Properties dialog:

L Eigenschaften von LAN-Verbindung @
Allgemein | Authentifizierung | Enweitert

Yerbindung herstellen unter Verwendung vor:

H8 3Com 3C3098-COMBO-Ethemetadapter [Standard)

Diese Yerbindung verwendet folgende Elemente:

=T Ciert i icro:
3 Datei- und Druickereigabe fiir Microsaft Netawerke

[ =1 55-Paketplaner

¥ %= Intemetpratokoll (TCPAR]

[ instalieren.. | [ Deinstalieren | [ Eigenschaiten

Beschreibung

Ermaglicht den Zugriff auf Ressourcen in einem
Microsoft-Netzwerk.

[7] Symbol bei Verbindung im Infabersich anzsigen

ak Abbrechen

00490612

Enable the entry File and Print-
er Sharing for Microsoft Net-
works.

If this entry is not among the list-
ed items, it has to be added via
Install ... and Service.

5.1.3 Installing Client for Microsoft Networks

In the same place, in the Local Area Connection Properties dialog,

Client for Microsoft Networks Properties

RPL Servics

The name service provider and network addiess can be changed for
the Remate Pracedurs Call (RPC) service:

Name servics provider

00491609

L]

also enable Client for Microsoft
Networks.

Click on Properties and then
check the Name service provid-
er setting,

If Client for Microsoft Networks is not among the listed items, it has to be add-

ed via Install ... and Client.

Network T8 Control Unit — Version 2.0
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Figure 5.16:
Windows XP,
System properties,
computer name

Figure 5.17:

Windows XP,

System Properties,
Computer Name Changes

02060520.fm 11.12.07/Ch,Kx

Windows XP Home Edition

5.1.4 Defining identifiers: computer names and workgroups

System Properties
System Restare Automatic Updates Remote
General Computer Name Hardware Advanced

s

Worl

a

To rename this computer o join a workgraup, click
Change

Open
Explore
Search...
Manage

IMap Metwork Drive. ..
Disconnect Metwork, Drive...

Create Shorbout
Delete
Rename

Propetties
00491600

Windows uses the following information to identify pour computer
o the network.

Computer description:

For example: *Kitchen Computer” or “Many's
Computer”,

Full computer name: gispe.

kgroup: STICKERE!

Changes will take effect after pou restart this computer.

RIX

00491606

Network T8 Control Unit — Version 2.0

Computer Name Changes @El

*¥au can ehange the name and the membership of this
computer. Changes may affect access to netwark resources
Computer name:
gispc
Full computer name:
aispc
Workgroup:
STICKERE]
00491605

Position the mouse on the sym-
bol My Computer and press the
right mouse button.

In the menu select Properties.

= The dialog
System Properties is dis-
played.

Select tab
Computer Name and, if neces-
sary, click on Change.

Enter the
name.

unique computer

Confirm the entry with [OK] and
the dialog System Properties
also with [OK].

Follow the restart instructions is-
sued by the system.



Windows XP Home Edition

[N
5.2 Using guest accounts
Figure 5.18:  Start the Control Panel program
Windows XP, i with the Start Menu option
System Properties, i

Computer Name Changes

Figure 5.19:
Windows XP,
Control Panel

Figure 5.20:
Windows XP,
Control Panel,
User Accounts

Figure 5.21:
Windows XP,
Control Panel,
User Accounts

& network Connections
© Printers and Faxes
G Taskbar and Start Menu

Search 3
Help and Support

Run...

Log OFf dad...

BE e v

Windows XP Home Edition

Turn OFF Computer. ..

00491638

B Control Panel

ﬂ" Control Panel 3

@ Switch to Classic View

See Also A

& windows Update
@) Help and Support

00491637

Fle Edit View Favorites Tools Help

Qo - © - 13| O e 2 roiers |

Settings.

Pick a category

| - -Rpr— Printers and
= Themes Other Hardware
- =

W Network and =
- Internet 7 user Accounts

- Connections

— . Date Time

In the Control Panel double-click User Accounts.

= The status of the guest account is indicated in the following dialog.

HEL

B User hecomsts

Pick a task...

or pick an account to change

00491604

=% User Accounts

Q@ ek ) B2 Home

* To change the status, click the

symbol in the dialog.

Do you want to turn on the guest

ac

Learn About
[2) Using the guest account

00491625

Enable the account by clicking

count?

If wou turn on the guest account, people who do not have an account can
Lse the guest account b 16g on Eo the computer, Password-protscted Files,
Folders, or settings are not accessible to guest users

[T O Fhe G st Beeaiint ]

Turn On the Guest Account.

Close the User Accounts dialog and the Control Panel dialog
(e.g. with the shortcut [ALT]+[F4]).

Network T8 Control Unit — Version 2.0
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Figure 5.22:
Windows XP,
Start Menu,
Run

Figure 5.23:
Windows XP,
MS-DOS prompt

02060520.fm 11.12.07/Ch,Kx

Windows XP Home Edition

5.3 Create data exchange directory and enable
for network operation

Various options are available for creating a new directory and enabling it for the
network. For reasons of simplicity, one of the methods is described below:

*  From the Start menu, select the Run ... option:

] |5 zeuns r E a QI
!--.«' Search 3§ —
- Type the name of a program, Folder, document, or
Q Help and Support : Internet resource, and Windows will open it for yau,
i I Cpen: | cmd v
[ waottdsd..
? [ QK I [ Cancel ] I Browse. .. l

* In the window that appears, enter cmd and confirm with [OK].

A C:AWINDOWSASystem 32\emd. exe

Microsoft Windows P [Version 5.1.26881
{C> Copyright 1985-2881 Microsoft Corp.

IC:~Documents and SettingssdodXmkdir c:nzsk

C:xDocuments and SettingssdodXmkdir c:szskwmuster

00491640

To create the data exchange directory, enter the following commands and, in each
case, confirm with [RETURN].

mkdir c:\ZSK

mkdir c:\ZSK\MUSTER

= A directory named ZSK and a subdirectory named MUSTER are thus
created on hard disk C.

* Close the MS-DOS Prompt by clicking the cross symbol at the top right of the
screen.

Network T8 Control Unit — Version 2.0 5-11



Figure 5.24:
Windows XP,
Control Panel,
User Accounts

Figure 5.25:

Windows XP,
Control Panel,
User Accounts

00491602

Windows XP Home Edition

To enable the ZSK directory for the network, double-click the My Computer
symbol on the Desktop:

Hard Disk Drives

':%;] Local Disk {2

00491601

J Documents and Settings
/I/ WINDOWS

00491626
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/J Program Files

open
Explore
Search,..

Send To

Cut
Copy
Paste

Create Shorbout
Delete

Propertiss

In the My Computer dialog,
click the symbol for hard disk C:

The overview of files and
directories on hard disk C
appears on the screen.
(By way of a security re-
sponse, you may be re-
quired first of all to
confirm Show the con-
tents of this folder.) )

Mark the ZSK directory with the
left mouse button and then click

the right button to start the short-

In the menu that appears, select
Sharing and Security...

02060520.fm 11.12.07/Ch,Kx



Figure 5.26:
Windows XP,
zsk Properties (left)

Figure 5.27:
Windows XP,
Network Sharing and
Security (right)

Figure 5.28:
Windows XP,
Enable File Sharing

Figure 5.29:
Windows XP,
Network Sharing and
Security (right)

02060520.fm 11.12.07/Ch,Kx

Windows XP Home Edition

The middle part of the dialog differs according to the current status:

zsk Properties 7|

General | Sharing | Customize
Local sharing and security
T To share this fold
:1}’5 only. drag it to the Sh
To maks this folder and its subfolders private so that
orlly you have access, select the following check box.

: of this computer
i folder

MNetwork sharing and security
W | As a secunty measure, Windows has disabled remate
Y_‘ access to this computer. Howewer, you can enable
T remate access and safely share files by running the

Metwork Setup Wwizard
. L
If wou understand the security risks but want to share

files without rupning the wizard, click here

Leam more about sharing and security.

00491617

\ \

Metwork. sharing and security
i Ta share thiz folder with both network users and other
L) uszers of thiz computer, select the first check box below
and type a share name.

[ Share this falder an the netwark

00491615

Network T8 Control Unit — Version 2.0

The Network sharing and security
part of the screen looks like this af-
ter an XP installation routine if files
have not yet been enabled for shar-
ing:

Metwork sharing and security
i Az a zecurity measure, Windows has dizabled remate

&,i access to this computer. Howewver, you can enable

= remote access and safely share files by running the

Network, 5 etup ‘Wizard.

vou understand the security risks but want bo share
files vaithout mnning the wizard, click here.

00491627

* Click the marked area of the dia-
log to open the screen for en-
abling file sharing.

Enable File Sharing,

1Fyou enable sharing on this compLter without using the Network
! \,  Setup Wizard,the compuiter could be vinersble o aitacks fom
the Intemel, W stiongl recommend that you run the Network
Setup Wizard to protect your computer.

O Use the wizard to enable file sharing (Recammended)
@ iiust enable f

00491608

* Click [OK] to confirm the selec-
tions and enable file sharing.

= Once file sharing has
been enabled, directories
or folders can be enabled
in the
zsk Properties dialog.



=

Figure 5.30:
Windows XP,
zsk Properties

& =
-

00490633

00490634

ATTENTION

Windows XP Home Edition

To enable the ZSK directory or

folder:
flazaalSooms e e] * mark the options Share this
Local sharing and security
B et e et Jfolder on the network
Ta make this folder and its subfolders private sa that and

orly yau have access, select the fallowing check box

Allow network users to change

Metwark sharing and security

g e e my files.
AT * The suggested share name ZSK
[#] &llow network users to change my files is tO be Changed tO FRZSK in

this example.

Leain more about sharing and security.

o * Confirm the settings by clicking
0451676 - Apply and then [OK].

The ZSK directory on hard disk C can now be accessed by another PC via the net-
work. This is illustrated by the change in the directory symbol in the overview of
files and directories on hard disk C.

- Network enabled

- Network not enabled

If the PC is sometimes used to access the Internet as well, all the
network enables for directories are to be cancelled while you are
using the Internet.

Otherwise, the directories enabled on the PCs are also visible
and accessible from the Internet.

Internet users with the necessary software and knowledge could
gain access to designs stored in an enabled directory.

Network T8 Control Unit — Version 2.0 02060520 m 11.12.07/Ch Kx
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Windows XP Home Edition

You can cancel the enable by following the procedure that applies for enabling.
» Cancel the marked option, Share this folder on the network, and confirm.

If several data exchange directories are required (e.g. for the Production Manager
software), the steps described in this Subsection have to be repeated. In this con-
text also observe the remarks in Subsection 2.5 Important information and typical
applications for the following sections and chapter Network operation with
GiS BasePac software.
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NOTE

Figure 6.1:

Windows 2000,

Context menu of the Start
button

Figure 6.2:

Windows 2000,
Taskbar and Start Menu
Properties

02060620.fm 11.12.07/Ch,Kx

Windows NT 4.0/2000/XP Professional

6. Windows NT 4.0/2000/XP Professional

6.1 Necessary operating system settings

The necessary settings are very similar for the operating sys-
tems mentioned. The steps described below apply to the Win-
dows 2000 version. If using Windows XP Professional, switch
to classic view first.

The individual steps and screenshots that you will encounter
may differ, depending on the computer configuration and oper-
ating system version.

The operating system may have to be restarted between indi-
vidual steps of the installation routine.

* Ifusing Windows XP Professional, proceed as follows to switch to the classic
start menu:

Select the desired appearance:

Open * Position mouse on the [Start]
Explare button.

o e Press the right mouse button and

pen all Users . .
Explore All Jsers select the Properties option in

00491651 the displayed context menu.

* In the dialog Taskbar and Start
Menu Properties enable the op-

Taskbar and Start Menu Properties Eg| thIl Classic Start menu

Taskbar| Start Menu

* Confirm the dialog with [OK].

O Start menu

Select this menu stple for easy aveess to the
Internet, e-mail, and your favoite progiams:

&) Classi
Select
eallie

1 to use the menu styls from
jors of Windows.

00491639
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= Windows NT 4.0/2000/XP Professional

= The symbols for My Computer and My Network Places are now visible
on the Windows Desktop (basic screen). The classic start menu has now
been activated.

o

[y Zomputer,
00491602 00491629

6.1.1 Setting up the TCPI/IP protocol

Figure 6.3: * Position the mouse on the sym-
Windows 2000, bol

E&Itl;?t menu of the Start My Network Places and press
the right mouse button.

Open
Explore

osarch for ComprReres. .« * In the menu select Properties.

Map Metwork Drive...
Disconnect Metwork Drive...

Create Shortcut
Rename

02060037

Figure 6.4:
Windows 2000 ¥ Network and Dial-up Connections

b S aee— . . ——iiiiee——r0ie
Network connections File Edit View Favorites Tools Advanced Help

§=Back ~ = ~ | L search [ Folders $| B Gz o< & | E~

Address IEEI Metwork and Dial-up Connections

@

. Make New Loca wrea
Network and Dial-up Connection Connecdion
Connections Disable
Status
Local Area Connection Create Shortcut
Type: LAN Connection Delete
Rename

Status: Enabled

Chet PROZ00 PCI Fast Ethernet

Adapter
02060038

» Position the mouse on the entry Local Area Connection.
* Press the right mouse button.

* In the menu that appears, select the Properties option.
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-

Windows NT 4.0/2000/XP Professional

Figure 6.5: _ *  With the mouse Internet Proto-
Windows 2000, i [ col (TCP/IP) select and enable.
Local Area Connection General |
Properties Dorect sing: + Then press the button
LR [Properties] in order to config-
ure the TCP/IP protocol.

Figure 6.6:

Windows 2000,

Internet Protocol (TCP/IP)
Properties

Figure 6.7:
Windows 2000,
Advanced TCP/IP Settings

Components checked are used by this connection:

E2F 1| Ciient for Microsoft Networks
) B Vitual Machine Network Services
v .IS File and Printer Shating for Microsoft Networks

¥~ NetBEUI Protocal =
4| | »
nstall.. | Urinstall | Propeties |
~D
Allows your computer to access resources on a Microsoft
network.

[V Show icon in taskbar when connected

0K Cancel

02060039

Internet Protocol (TCP/IP) Properties 21x|

General I

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for
the appropriate |P settings.

" Dbtain an IP address automatically
—(% Use the following IP address:

IP address: 192.168. 0 . 2
Subnet mask: 255.255.285. 0
Default gateway: . 5 .

" Obtain DNS server address sutomatically
% Use the following DNS server addresses:

Preferred DNS server: i i i

Alteinate DNS server: S . :
Advanced...
Coa
02060040
IP Setings | DNS | WING | Options |
- IF add
IP address \ Subnet mask
192168.0.2 255.255.255.0
add. | Edt. | Remove |
- Default gateways:
Gateway | Metic ]
add. | e :

Interface metric: 1

Corc

02060041

Enable the option Use the fol-
lowing IP address.

¢ Enter the IP address.

For small networks, use
192.168.0.x, replacing the x with a
different number between 1 and 254
for each network user.

Enter 255.255.255.0 as the Subnet
mask.

When assigning the IP address, note
the remarks in Subsection 2.1 Nec-
essary operating system Ssettings
(Windows) as well.

¢ Check the advanced TCP/IP set-
tings with Advanced ...:

= The previously entered IP
address 192.168.0.x
should already be visible
on the tab labeled IP Set-
tings. (see above)

02060620.fm 11.12.07/Ch,Kx
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Y
The settings on all the other tabs are correct when the TCP/IP protocol is config-
ured for the first time after Windows is installed.
For verification purposes, the default settings are illustrated below:
DNS tab:
Figure 6.8:
Windows 2000, [ dvanced Tcp/1p Settings 2(x]
Advanced TCP/IP Settings, IP Selings. DS |wiNS | Opions |
DNS DNS server addresses, in order of use:
2|
=
Add.. Edt.. Remove |
The following three settings are applied to all connections with TCP/IP
enabled. For resolution of unqualified names:
' Append primary and connection specific DNS suffizes
¥ Append parent suffixes of the primary DNS suffix
" Append these DNS suffixes (in order):
2|
[
gadh || Edit || Remove
DNS suffix for this connection:
[¥ Register this connection's addresses in DNS
I~ Use this connection's DNS suffix in DNS registration
02060042
WINS tab:
Figure 6.9: S
Windows 2000, [advanced Tcp/PSettings 2ix]

Advanced TCP/IP Settings,
WINS

IP Settings | DNS  WINS | Opions |

~WINS addresses, in order of use:

& I o

Add. Edi.. Remaye |

If LMHOSTS lookup is enabled, it applies to all connections for which
TCP/P is enabled.

[V Enable LMHOSTS lookup Import LMHDSTS...

% Enable NetBIOS over TCR/IP
" Digable NetBIOS over TCPAP
€ Use NetBIOS setting from the DHCP server

e

02060043
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Options tab:

Figure 6.10:
Windows 2000, [ravanced rce e serngs 2xl
Advanced TCP/IP Settings, IP Setings | DNS | i Qpions |
Options Optional seflings:

TCP/IP fikering

Propeities
i~ Description:

Figure 6.11:

Windows 2000,

Advanced TCP/IP Settings,
Options,

TCP/IP filtering

Figure 6.12:

Windows 2000,

Advanced TCP/IP Settings,
Options,

Security

IP security protects the confidentiality, integrity and authenticity of IP
packets between two computers on a network. |P securily settings
apply to all connections for which TCP/IP is enabled.

102060044

Options tab => Properties - TCP/IP Filtering

21
I™ Enable TCP/IP Filtering (Al adapters)
& Pemit All & PemitAl & Pemit&l
" Permit Only " Pemit Only—— " Pemit Only——
TCP Ports UDF Paits IP Protocols
sodi | sad, | e
Remove | Remove I Hemaove |

Care

02060045

[ 21

IP security settings apply to all connections for which TCP/IP is enabled.
& Do not use IPSEC
" Use this IP security policy:
| Cliert (Respond Only) =l

Selected IP security policy description:

Communicate normally (unsecured). Use the default response rule to
negot with servers that request security. Only the requested
protocal and port taffic with that server is secured

[ ox ] _coce |

02060046

After checking all settings,
use [OK]to exit from Advanced TCP/IP Settings.

02060620.fm 11.12.07/Ch,Kx
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Figure 6.13:

Windows 2000,

Local Area Connection
Properties,

General

Figure 6.14:
Windows 2000,
Client for Microsoft
Networks Properties
Connection

Windows NT 4.0/2000/XP Professional

6.1.2 Setting up File and Print Sharing

* In the Local Area Connection Properties dialog:

Local Area Connection Properties 21x|

General I

Connect using:
| H3 CNet PRO200 PCI Fast Ethemet Adapter

Components checked are used by this connection:

E2F 1| Ciient for Microsoft Networks
) B Vitual Machine Network Services

v .'r'j] File and Printer Shating for Microsoft Networks
Lvl'-‘f NetBEUI Protocol

4

| »

Install.. [ Uninstall ] Propetties ]
D
Allows your computer to access resources on a Microsoft
network.

[V Show icon in taskbar when connected

0K Cancel

02060039

L]

Enable the entry
File and Printer Sharing for
Microsoft Networks.

If this entry is not among the list-
ed items, it has to be added via
Install ... and Service.

6.1.3 Installing Client for Microsoft Networks

e In the same place, in the Local Area Connection Properties dialog,

Client for Microsoft Networks Properties 2 x|

RPC Service I

The name service provider and network addiess can be changed for
the Remote Procedure Call (RPC) sevice.

Mame service provider:

02060047
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Enable the entry Client
for Microsoft Networks.
Click on

Properties and then check the
Name service provider setting.

If the entry Client for Microsoft
Networks is not among the listed
items, it has to be added via
Install ... and Client.
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A
6.1.4 Defining identifiers: computer names and workgroups
* Position the mouse on the sym-
bol My Computer and press the
right mouse button.
00491629 Open -
Explore * In the menu select Properties.
Search...
Manage
Map Network Drive...
Disconnect Network Drive...
Create Shortcut
Rename
02060048
Figure 6.15: » Select tab
Windows 2000, 25 Network Identification and, if
System properties,

network identification

Figure 6.16:

Windows 2000,
System Properties,
Identification Changes

General Network Identification | Hardware | User Profiles | Advanced |

ﬂ ‘Windows uses the following information to identify your computer
on the network.

Full computer name: GISPC.

Workgroup: STICKEREI

To use the Network Identification Wizard to join 2

domain and create a local user, click Network D. HEwOIKID
To rename this computer or join a domain, click =
Properties. _Propeies |

0K | Cancel Al

02060049

Identification Changes 2| x|

‘YYou can change the name and the membership of this
computer. Changes may affect access to network resources.

Computer name:

IEISPE

Full computer name:
GISPC.2sk local

More... I

[ poeai

of

" Domain:

& Workgroup:
]STICKEF!EI

I OK I Cancel

02060050

necessary, click on Properties.

Enter the unique computer
name.

Confirm the entry with [OK] and
the dialog System Properties
also with [OK].

Follow the restart instructions is-
sued by the system.

02060620.fm 11.12.07/Ch,Kx
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A
6.1.5 System-specific settings
Windows XP Professional: Disabling simple file sharing
* Double-click the My Computer symbol on the Desktop.
%
[y Camputer,
00491602
Figure 6.17:
Windows XP,
My Computer,
Folder Options File Edit View Favorites Help
Map Network Drive...
: ‘__) ! ._j' ,y Disconnect Network Drive... l'
: Address L:i' My Computer _-‘ Frchionkce;: -’_
System Tasks 2
[#) Wiew system information = S
;5 Add or remove programs WINDOWS BACKUP (D:)
[ Change a setting (=]
02060051
*  Under Tools click on Folder Options.
Figure 6.18: * Click on the View tab and dese-
Windows XP, lect Use simple file sharing (rec-

Folder Options, Advanced
Settings

Folder Options {E]E]

General| View | File Types || Dffine Files| ommended) under Advanced

settings.

Folder views
‘You can apply the view [such as Details or Tiles) that

= you ate using for this folder to all folders
<ot i + Confirm this setting for all fold-
ers by clicking on the Apply to all

folders option.

Advanced settings:
© Do not show hidden files and folders A
@ Show hidden files and folders

[] Hide extensions for knawn file types

Hide protected operating system files [Recommended)

D Launch folder windows in a separate process

Remember each folder's view settings

[[] Restore previous folder windows at logon

Show Contral Panel in My Computer

Show enciypted or compiessed NTFS files in color

» Click [OK] to close the dialog.

op-up description for fol and desktop items
e file {ecom e}
b
Restore Defaults
oK ] [ Cancel ] [ Apply I

02060052

* Close all other dialogs e.g. with the shortcut [ALT]+[F4].

Network T8 Control Unit — Version 2.0
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6.2 Usingguest and user accounts
6.2.1 Enabling (and disabling) a guest account
Figure 6.19: * Position the mouse on the sym-
Windows 2000, Open bol My Computer and press the
My Computer, ioh b
Manage Explore right mouse button.
My Compute Search..,
FLETPLRE e * In the menuselect Manage.
Dl |
Map Network Drive. ..
Disconnect Network Drive...
Create Shortcut
Rename
Propetties
02060053
NOTE As standard, the guest account is deselected (indicated by the red
circle with a white cross in the middle).
Figure 6.20: =10/
Windows 2000, |j Action  View H oS ‘|XI@|@ I
Computer Management Tree I Mame | Full Name | Description |
@ Computer Management (Local) gp\dministratur Built-in account for administering the...
=iy System Tools st Built-in account For quest access tat,.,
| B{g3] Event Viewer petRes=nod
+ [+ System Information All Tasks 5
. [+-#] Performance Logs and Alerts e
! 5] Shared Folders Delete
Device Manager Rename
, gal-l:esresrsandcrwps
—{ S eroups Help

= {8 storage
=71 Disk Manaoement
02060055

* Under Local Users and Groups select the Users directory with

the left mouse button.

*  Move the mouse pointer to the Guest user and click the right

mouse button.

* In the menu, select Properties.

02060620.fm 11.12.07/Ch,Kx
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A
Flgure 6.21: G Select the Gen‘eral tab, then en-
Windows 2000, i able the entries User cannot
Guest Properties
IC e change password and Password
— never expires, and disableAc-
Ful name: I count is disabled.
Description: |Eu\\|-in account for guest access to the computer/dc
= | User must change password at nest lagor PI'CSS the [OK] key to accept en-
[¥ User cannot change password
[V Password never expires try
™ Account is disabled
I= | Account is locked lout
0k | Cancel Apoly
02060056
Figure 6.22:
WindOWS 2000’ Etomputer Management = =] ﬂ

Computer Management

| ation wew || & =» @@ BB 2

Tree I amne | Full Name

| Description |

@ Computer Management (Local)
= ﬁ System Tools
[#-[£]] Event Viewer
3} System Information
- & Performance Logs and Alerts
[#)-g=] Shared Folders
P § Device Manager

! Local Users and Groups

; injstrator
wGu&st

= @ Storage
[ Disk Management
02060057

Built-in account for administering the...
Built-in account for guest access tot...

= The guest account has been enabled. The settings have now been com-
pleted and you can close the dialogs (e.g. with the shortcut [ALT]+[F4]).

Continue with Section 6.3 Creating data exchange directory and enabling for

network operation.

Network T8 Control Unit — Version 2.0
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6.2.2 Setting up a user account
Figure 6.23: * Position the mouse on the sym-
Windows 2000, Open bol My Computer and press the
My Computer, ioh b
Manage Explore right mouse button.
My Compute Search..,
el e * In the menu, select Manage.
oo |
Map Metwork Drive. ..
Disconnect Network Drive...
Create Shorteut
Rename
Propetties
02059053
NOTE If using a user account, the guest account must be disabled. Details
of how to disable a guest account are contained in Section 6.2.7 En-
abling (and disabling) a guest account. As standard, the guest ac-
count is deselected (indicated by the red circle with a white cross in
the middle).
Figure 6.24:
Windows 2000, =(o1x]
Computer Management | actonvew || & 5 |[Efm] |2 |
Tree I Mame | Full Name l Description I
omputer Management {Local Qndministrator Built-in account for administering the...
%% ;y:temMTnolg tloh QGuest Built-in account fFor quest accessto t...

02060058

[#-{f) Event Viewer

&) g System Information

[#-&4 Performance Logs and Alerts
£

]“5 Shared Folders
s

22 Device Manager

=)- & Local Users and Groups
- @8 New User...
- storage View 5
(] Disk
@ Disk  Refresh
=) logi  Export List...
(- Ren
22 Eﬁ Services__HEP

To create the user account, under Local Users and Groups now select the Us-
ers directory with the right mouse button.

In the menu that appears, select the New User... option.

02060620.fm 11.12.07/Ch,Kx
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Figure 6.25: = * Enter a User name and a Pass-
i rewuser 2] % .
Windows 2000, word and enable the entries
New User Username:  [NetUser
s User cannot change password
Full name: et-User .
N and Password never expires.
Description: |
Frcat [ In this example the user name is
Coriim passwoet [ Net-User and the password is -Ter-
F llsesris o peses minal-T8. As an option, the Full
B Ll ol name can be added, and an addi-
tional text describing the account
can be entered under
Description.
= escription
02060059
e Click on [Create] to create the user account.
* Click [Close] to close the dialog.
Figure 6.26: -
Windows 2000, _igx]
Computer Management | acten wew || & 5 | @m | X |2 |
Tree | Hame [ Full ame | Description [
@ Computer Management (Local) mAdministrator Built-in account For administering the...
=] ﬁ System Tools @Guest Built-in account for quest access tot..,
H @ Event Viewer User
: g System Information Set Password
; ﬁ Performance Logs and Alerts ll Tasks )
-] Shared Folders e
-2 Device Manager Delete
i [-#j Local Users and Groups Rename
vvvv 23 Users s
= D Groups
El @ Storage Hel
- (] Disk Management <
o -J8 Disk Defragmenter
02060060
As standard, the new Net-User account should already be a member of the group
of users.
* This can be checked by pressing the right mouse button on the user.
* In the menu that appears, select the Properties option.
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Figure 6.27:
Windows 2000,
Net-User Properties

02060620.fm 11.12.07/Ch,Kx
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Net-User Properties 21x]

General Member OF I Pmﬁ\s]

Member of:

Q Users

OK Cancel

02060061
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Under the Member of tab, in the
Member of: window, the word
Users should be displayed.

The settings are correct and you
can close the dialogs (e.g. with
the shortcut [ALT]+[F4]).



Figure 6.28:
Windows 2000,
Start menu,
Run

Figure 6.29:
Windows 2000,
MS-DOS prompt

Windows NT 4.0/2000/XP Professional

6.3 Creating data exchange directory and
enabling for network operation

Various options are available for creating a new directory and enabling it for the
network. For reasons of simplicity, one of the methods is described below:

Type the name of a program, folder, document, or
Internet resource, and Windows will open it For you.

02060062

e From the Start menu, select the Run ... option:

» In the window that appears, enter cmd and confirm with [OK].

\WINNT\system32\cmd.exe

M oft Uindows 2000 [Uersion 5.00.2195]
<G> pyright 1985-200@ Microsoft Corp.
C

>:\Documents and Settings\DieserPC>mkdir c:\ZSK

C:\Documents and Settings\DieserPClmkdir c:\ZSK\MUSTER
02060063

» To create the data exchange directory, enter the following commands and, in
each case, confirm with [RETURN].

mkdir c:\ZSK

mbkdir c:\ZSK\MUSTER

= A directory named ZSK and a subdirectory named MUSTER are thus
created on hard disk C.

*  Close the MS-DOS Prompt by clicking the cross symbol at the top right of the
screen.
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My Computer
02060064

Figure 6.30:
Windows 2000,
My Computer

Figure 6.31:
Windows 2000,
My Computer,
ZSK,
Sharing...

To enable the ZSK directory for the network, double-click the My Computer
symbol on the Desktop.

* In the My Computer dialog,
click the symbol for hard disk C:
4=Back - = - (2] | Qisearch [YFolders ¢F |

Address I@, My Computer

= o

-

a =3 —

My Ct;mputer

02060065

Win2kUs (C:)

= The overview of files and directories on hard disk C appears on the
screen.
(By way of a security response, you may be required first of all to con-
firm Show the contents of this folder.)

Documents MACH_DO1 MACH_002

and Settings
— ~ .
_I Open
MACH_003  Program Files Explore
Search...
Enqueue in foobar2000
Play in foobar2000
7-Zip »
Cut
Copy
Create Shortcut
Delete
Rename
02060066 Fropesties

Mark the ZSK directory with the left mouse button and then click the right but-
ton to start the shortcut menu.

= In the menu that appears, select the entry Sharing... .

02060620.fm 11.12.07/Ch,Kx
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| N
The ZSK Properties dialog for enabling the directory appears on the screen. De-
pending on the file system used, the following display appears:
6.3.1 NTFS file system
Figure 6.32:
Windows 2000, 21
ZSk Properties’ Eenslal Senulilyl
Sharing (NTFS) = ‘You can share this folder among other users on your
LQ network. To enable sharing for this folder, click Share this
folder.
" Do not share this folder
% Share this folder \
Share name: |FHZSK /]
Comment: |
User limit: ' Mayimum allowed
» Nbﬂrﬁa Users
e et o e e s [}
RSy oo |
0K I Cancel Apply
02060067
6.3.2 FAT32 file system
Figure 6.33:
Windows 2000, 2|
zsk Properties, Generai((Shaing)
Sharing (FAT32)

network. To enable sharing for this folder, click Share this

D You can share this folder among other users on your
= folder.

" Do not share this folder
( % Share this folder

Share name:  [FRZSK /

Comment: |

User limit: & Maximum allowed

 Allow _,;' Users
To set permissions for how users access thi P
folder over the network, click Permissions. ( allosil

To configure settings for Offline access to Cacka
this shared folder, click Caching. __ Cacting_|

S

0K I Cancel Apply

02060068

* On the Sharing tab, click on Share this folder and enter the name for sharing
the directory in the Share name box. In this example it is FRZSK.
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Figure 6.34:

Windows 2000,
Permissions for FRZSK,
Share Permissions

Figure 6.35:
Windows 2000,
Select Users or Groups

02060620.fm 11.12.07/Ch,Kx

Windows NT 4.0/2000/XP Professional

If using a Guest account, all the settings have been completed and
you can close all the remaining dialogs e.g. with the shortcut
[ALT]+[F4]. Note the remarks at the end of the section.

20
Share Permissions .
| sions]. The dialog
| Name | Add..
ﬁ Eveone
FAT32).
Pemissions: Allow  Deny hd Clle on [Add]
Full Control O
Change O
Read O
lTl Cancel £pply

02060069

* To share the folder only with
specific users, click on [Permis-

Permissions for FRZSK appears
(the same for both NTFS and

* In the dialog that appears, click on the name of the desired user, on [Add] and

then on [OK].
2]
Lookin:  [=) GISPC =
Name [[In Folder [-]
Administrator GISPC
€ Guest GISPC
Net-User
=l
Add Check Names
<< Type names separated by semicolons or choose from list >>
0K Cancel

02060070
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Figure 6.36:

Windows 2000,
Permissions for FRZSK,
Share Permissions

Figure 6.37:
Windows 2000,
zsk Properties,
Security

Windows NT 4.0/2000/XP Professional

* The added user must be granted

——— 2l Full 'Co.ntrol, Change and Read
— — %erm1ss1ons.. Then mark the user
€0 vervone o] veryone with a click on the left
© ST EEEE A T) B | mouse button, and delete by

clicking on the [Remove] but-
ton. Click [OK] to exit the dia-

Permissions: Allow  Deny 10g.

Full Control O
Change O
Read O
= This completes the set-
tings for a FAT32 file
system.
0K Cancel Apply

02060071

The NTEFS file system also offers the option of matching the security settings for
the directory to the relevant user.

* On the Security tab, click on

2] [Add...] and (in the same way as
General | Shaing Secuaiy | with the share permissions) enter
;s | the Net-User as well as the User

_Bemove | under which you have logged in
on the PC. Again, these users are
to be granted the full range of

Bermissions: Alow  Deny permissions. Then remove the

Full Control [}

o B O user Everyone.

Read & Execute E D

List Folder Contents [m]

Read m]

Wiite E I':I

Advanced...

I~ Allow inheritable permissions from parent to propagate ta this
object

OK I Cancel Apply

02060072
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= The Security tab in the ZSK Properties dialog appears as follows after
successful configuration:

Figure 6.38: » Click [OK] to exit the dialog.

Windows 2000, 21
ZSK Propertles’ Genelall Sharing Security I

Security

 Name ] Add..
L <3 & dministrator (GISPC\&dministrator)

€ NetUser (GISPC\Net-User) _ Bemove_|

Permissions:

Ful Control

Modify

Read & Execute
List Folder Contents
Read

Write:

Advanced...

~” Allow inheritable permissions from parent to propagate to this
ject

object
0K | Cancel Apply

CEREEE §
oooooo

02060073

The ZSK directory on hard disk C can now be accessed by another PC via the net-
work. This is illustrated by the change in the directory symbol in the overview of
files and directories on hard disk C.

Q - Network enabled

Z5K
02059074

D - Network not enabled

Z5K
02059075

If the PC is sometimes used to access the Internet as well, all the
ATTENTION network enables for directories are to be cancelled while you are

using the Internet.

Otherwise, the directories enabled on the PCs are also visible
and accessible from the Internet.

Internet users with the necessary software and knowledge could
gain access to designs stored in an enabled directory.

02060620.fm 11.12.07/Ch Kx Network T8 Control Unit — Version 2.0 6-19



Windows NT 4.0/2000/XP Professional

You can cancel the enable by following the procedure that applies for enabling.
» Cancel the marked option, Share this folder on the network, and confirm.

If several data exchange directories are required (e.g. for the Production Manager
software), the steps described in this Subsection have to be repeated. In this con-
text also observe the remarks in Subsection 2.5 Important information and typical
applications for the following sections and chapter Network operation with
GiS BasePac software.

Network T8 Control Unit — Version 2.0 02060620 m 11.12.07/Ch Kx



=

NOTE

Figure 7.1:

Windows Vista

Context menu of the Start
button

Figure 7.2:

Windows Vista
Taskbar and Start Menu
Properties

02060720.fm 11.12.07/Ch,Kx

Windows Vista Business/Enterprise/Ultimate Edition:

7. Windows Vista Business/Enterprise/
Ultimate Edition:

7.1 Necessary operating system settings

The necessary settings are very similar for the operating systems
mentioned. The procedure described here applies to Windows Vista
Ultimate.

The individual steps and screenshots that you will encounter may
differ, depending on the computer configuration and operating sys-
tem version.

The operating system may have to be restarted between individual
steps of the installation routine.

The description and screenshots below are based on the classic appearance of the
Windows Start Menu.

St Select the desired appearance:
Explore

Search...

» DPosition mouse on the [Start]

Properties
g button.

Open All Users

Explore All Users e Press the right mouse button and
select the Properties option in
the displayed context menu.

02060076

* In the dialog Taskbar and Start
Menu Properties enable the op-

L Taskbar and Start Menu Properties ==
Tasibar | StartHen |atcaton frea | Todbars tion Classic Start menu.
Start menu Customize.
This menu style gives you easy access to your
folders, favorite programs, and search. e Confirm the dialo g with [OK]
@) Classic Start menu Customize...
This menu style gives you the look and
functonality of previous versians of Windows.
Privacy
7] Store and display a list of recently opened fles
[ stor and display a st of recenty opened programs
How do I change the wavy the Start menu looks?
ok | [ caneel ][ appy

02060077
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Windows Vista Business/Enterprise/Ultimate Edition:

Computer W k

02060078 02060079
Figure 7.3:
Windows Vista
Network,

context menu

Figure 7.4:
Windows Vista,
Network and Internet

7.1.1 Setting up the TCPI/IP protocol

= The symbols for My Computer and My Network Places are now visible
on the Windows Desktop (basic screen).

Select the My Network Places symbol with the mouse pointer and click the

right button.

Open

Explore

Map Metwork Drive...
Disconnect Network Drive...

Create Shortcut
Delete

Properties

002060080

In the context menu select Prop-
erties.

Network and Sharmg OO < :.: <« Network and Internet » Metwork and Sharing Center
Center

Tadks Network and Sharing Center

View computers and devices

Connect te a network

Set up a connection or network 1&?

Manage network connections ; .

GISPC
Diagnose and repair (This computer)
02060081
* Under Tasks select the entry Manage network connections.
7-2 Network T8 Control Unit — Version 2.0
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Windows Vista Business/Enterprise/Ultimate Edition:

Figure 7.5:

Windows Vista,
Network and Internet
Manage network
connections

Figure 7.6:

Windows Vista,

Local Area Connection
Properties,
Networking

OQ |:‘.p <« Network and Internet » N

‘ Organize « ~ " 'Disable

MName Status Device Mame
LAN or High-5peed Internet (1)
L-' Local Area Connection
L %E

g Disable
Status

Diagnose
Bridge Connections

Create Shortcut
Delete

Renarmne

Properties

02060082

1 Local Area Connection Properties ==

Networking

Connect using:

¥ Marvell Yukon B8E8001/8003/8010 PCI Gigabit Ethemet

This connection uses the following tems:

it o crsot ot |

421005 Packet Scheduler

81 File. 3nd Printer Sharing for Microsoft Networks

& Intemet Protocl Version & (TCP/IPvE)

& Intemet Protocal Version 4 (TCP/IPv4)

4. Link-Layer Topology Discovery Mapper 10 Driver
-2 Link-Layer Topology Discovery Responder

[ instal | [ uninstal | [ Propeties

Description

Allows your computer to access resources on & Microsoft
netwol

02060084

Position mouse on the entry Lo-
cal Area Connection.

Press the right mouse button.

In the menu that appears, select
Properties.

In the following Status dialog,
press the [Properties] button
and continue with the

Local Area Connection
Properties dialog.

With the mouse select and acti-
vate Internet Protocol Version
4 (TCP/IPv4).

Then press the button
[Properties] in order to config-
ure the TCP/IP protocol.

02060720.fm 11.12.07/Ch,Kx
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Figure 7.7:

Windows Vista,

Internet Protocol Version 4
(TCP/IPv4) Properties,
General

Figure 7.8:

Windows Vista,
AdvancedTCP/IP Settings,
IP Settings

Internet Protocol Version 4 (TCP/IPvé) Properties | |

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

~) Obtain an IP address automatically

@ Use the following IP address:

IP address: 192 .168. 0 . 2
Subnet mask: 255.255.255. 0

Default gateway:
@ Use the following DNS server addresses:
Preferred DNS server:

Alternate DNS server:

[

2060085

Windows Vista Business/Enterprise/Ultimate Edition:

* Enable the option Use the follow-
ing IP address.

* Enter the IP addpress.

For small networks, use
192.168.0.x, replacing the x with a
different number between 1 and 254
for each network user.

e Enter 255.255.255.0 as the Sub-
net mask.

When assigning the IP address, note
the remarks in Subsection 2.1 Nec-
essary operating system settings
(Windows) as well.

e Check the advanced TCP/IP settings with Advanced ...:

Advanced TCP/IP Settings 7|
—
1P Settings [phs | wins |
IP addresses
IP address Subnet mask
192.168.0.2 255.255.255.0
add.. | [ Edt. | [ Remove
Default gatenays:
Gateway Metric
Add.. R
[¥] Automatic metric
=
02060086

* The previously entered IP ad-
dress 192.168.0.x should already
be visible on the tab labeled IP
Addresses.

(see above).

The settings on all the other tabs are correct when the TCP/IP protocol is config-
ured for the first time after Windows Vista is installed.

Network T8 Control Unit — Version 2.0
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Windows Vista Business/Enterprise/Ultimate Edition:

Figure 7.9:

Windows Vista

Advanced TCP/IP Settings,
DNS

Figure 7.10:

Windows Vista,
Advanced TCP/IP Settings,
WINS

02060720.fm 11.12.07/Ch,Kx

For verification purposes, the default settings are illustrated below:

DNS tab:

WINS tab:

Advanced TCP/IP Settings (7=

1P Settings | DNS | wins |

DNS server addresses, in order of use:

Add... Edit.. Remove
The following three settings are applied to all connections with TCP/TP
enabled. For resolution of unqualified names:
@ Append primary and connection specific DNS suffixes
[#] Append parent suffixes of the primary DNS suffix
*) Append these DNS suffixes (in order):

DNS suffix for this connection:

[¥] Register this connection’s addresses in DNS
[] Use this connection's DNS suffix in DNS registration

02060087

| IP Settings | DNS | WINS ‘

Advanced TCP/IP Settings =

WINS addresses, in order of use:

I LMHOSTS lookup is enabled, it applies to all connections for which
TCP/IP is enabled.

NetBIOS setting

@ Default:
Use NetBIOS setting from the DHCP server. If static IP address
is used or the DHCP server doss not provide NetBIOS setting,
enable NetBIOS over TCP/IP.

(©) Enable NetBIOS over TCP/IP

(©) Disable NetBIOS over TCR/IP

02060088

o)

* Once you have checked all the settings, click the [OK] button to close the Ad-
vanced TCP/IP Settings dialog.

Network T8 Control Unit — Version 2.0
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Figure 7.11:

Windows Vista,

Local Area Connection
Properties,
Networking

Figure 7.12:
Windows Vista,
Client for Microsoft
Networks Properties,
RPC Service

7.1.2 Setting up File and Print Sharing

* Inthe Local Area Connection Properties dialog:

Networking

Connect using:

¥ Marvell Yukon B8E8001/8003/8010 PCI Gigabit Ethemet

This connection uses the following ftems:
e Gies for ot o |

421005 Packet Scheduler

=1 Fie and Frinter Sharing for Microsoft Netwarks

4. Intemet Protocol Version 6 (TCP/IPvE)

& Intemet Protocl Version 4 (TCP/IPvé)

4. Link-Layer Topology Discovery Mapper 10 Driver
2. Link-Layer Topology Discovery Responder

[ sl ] [ Uninstal ] [ Propertes

Description

Allows your computer to access resources on a Microsoft
netwol

o)

1 Local Area Connection Properties ==

02060084

Enable the entry File and Print-
er Sharing for Microsoft Net-
works.

If this entry is not among the list-
ed items, it has to be added via
Install ... and Service.

7.1.3 Installing Client for Microsoft Networks

e In the same place of the Local Area Connection Properties dialog:

Client for Microsoft Networks Properties @EIE=E]

RPC Senvice: |

The name service provider and network address can be changed for
the Remote Procedure Cal (RPC) service

Name service provider.

Windows Locator =

02060089

Network T8 Control Unit — Version 2.0

also enable Client for Microsoft
Networks.

Click on Properties and then
check the Name service provid-
er setting.

If the entry Client for Microsoft
Networks is not among the listed
items, it must be added via
Install ... and Client.

02060720.fm 11.12.07/Ch,Kx
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Figure 7.13:
Windows Vista,
Computer,
context menu

Figure 7.14:
Windows Vista,
Control Panel,
System

7.1.4 Defining identifiers: computer names and workgroups

Open
Explore

Search...

Manage

Create Shortcut
Delete

Rename

Properties

Paint Shop Pro 7 Browser

Map Metwork Drive...
Disconnect Network Drive...

* Position the mouse on the sym-

=

02060090

bol Computer and press the right
mouse button.

* In the menu select Properties.

Basic information about

the computer
played.

Tasks
@ Device Manager
@ Remote settings
@ System protection

@ Advanced system settings

T
02060091

Select Change settings to display the System Properties dialog.

[===]
—
O\J [ Control Panel 1 System and Maintenance » System «[4][ searcn Al
View basic information about your computer
Windows edition
Windows Vista™ Ultimate
Copyright © 2006 Microsoft Corporation. Al rights reserved.,
System E
Rating: 5] vindows Experencelndex
Processor: AMD Athlon(tm) 64 Processor 3200+ 200 GHz
Memory (RAM): 511 MB
System type: 32-bit Operating System
Computer name, domain, and workgroup settings
Computer name: GISPC @ Change settings
Full computer neme: GISPC

is  dis-

02060720.fm 11.12.07/Ch,Kx
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Figure 7.15:
Windows Vista,
System properties,
computer name

Figure 7.16:
Windows Vista,
Computer Name/
Domain Changes

System Properties

Computer Name | Hardware | Advanced | System Protection | Remote |

Windows uses t

}&V on the netwark.

Computer description:

Full computer name:

Workgroup:

To use a wizard to join a d
Network ID.

workgroup, click Change.

he following information to identfy your computer

For example: "Kiichen Computer” or "Mary's
Computer”

GISPC
STICKEREI

jomain or workgroup, click Network ID...

To rename this computer or change its domain or

[ ok ][ Cancel |[ sopy

02060092

Computer Name/Domain Changes =]

You can change the name and the membership of this
computer, Changes might affect aceess to network resources
More irfomation

Computer name:
GISPC

Full computer name:
GISPC

Member of
©) Domain

@ Worlkgroup:
STICKEREI

OK Cancel

2060093

Network T8 Control Unit — Version 2.0

In the System Properties dialog,
select tab Computer Name and,
if necessary, click on Change.

In the box labeled Computer
name, enter the unique computer
name.

Confirm with [OK], close the di-
alogs and follow the restart in-
structions issued by the system.
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Windows Vista Business/Enterprise/Ultimate Edition:

A
7.1.5 System-specific settings
Disabling Sharing Wizard
Figure 7.17: In the Start menu under Settings
Windows Vista, &b 0 . select the option Control Panel.
Start Menu B setings B Control Panel
i p Za " r;y‘ Network Connections
o | Printers
i @ Help and Suppert |@L Taskbar and Start Menu
_5 5] run..
g Shut Down...
02060094
Figure 7.18:

Windows Vista,
Control Panel

Figure 7.19:
Windows Vista,
Network and Internet
Folder Options,
View

@Q'@ v Control Panel »

Control Panel Home

Hardware Tools

[ 2 N
{
L

Date and Default
Time Programs

02060095

Double-click the Folder Options directory.

Folder Options

General | View | Search

&

Folder visws
You can apply the view (such as Details or lcons) that
you are using for this folder to all folders of this type

Reset Folders

Apply to Folders

Advanced settings

Remember cach folder's view setings =

[C] Restore previous folder windows at lagon

Shaw drive letters

Show encrypted or compressed NTFS files in color

‘Shaw pop-up description for folder and deskiop items

Shaw preview handlers in preview pane

[ Use check baxes to select items —

[7] Use Sharing Wizard (Recommended) |
When typing into list view
©) Autematically type into the Search Bax |
@ Select the typed ftem in the view

Restore Defaults

o) [omen | (o]

02060096

EIEE]
| Search 2l
o
Name Category k2
- n - —
+ ClassicView wﬁ‘h . W1 sy K | F
8 e = e of
Add Administrat... Backup and  BitLocker Color

Restore ... DriveEn.. Management

@ F h

Ease of Folder Fonts
Acce... Optiens
In the

Folder Options dialog, click on
the View tab.

Under Advanced settings dese-
lect the Use Sharing Wizard
(recommended) option.

Click [OK] to accept the changed
setting.

Then close all other dialogs e.g.
with the shortcut [ALT]+[F4].

02060720.fm 11.12.07/Ch,Kx
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Windows Vista Business/Enterprise/Ultimate Edition:

Figure 7.20:
Windows Vista,
Start Menu

Figure 7.21:
Windows Vista,
Control Panel

Figure 7.22:
Windows Vista,
Network and Internet
User Accounts

7.2 Usingguest and user accounts

7.2.1 Turning off user account control

T
i Decuments

[E Control Panel

& Network Connections
L& Printers
Taskbar and Start Menu

02060094

* In the Start menu under Settings
select the option Control Panel.

+ [ +2 | [ Search

@é'@ + Control Panel »

Control Panel Home

Name Category

System Tablet PC  Taskbar and Text to User

02060097

* Double-click the User Accounts directory.

o, o @ [ = &

Settings  Start Menu Speech Accounts

Welcome [
Center

[==]rEE]

+ [+ [ searcn

@uvh?a, + Cimtiot Do) & Ther Moris

Tl Make changes to your user account

Create a password reset disk
Manage your network Change your password —
passwords Remove your password
Manage your file encryption
certificates

Change your picture

@ Changeyour account name
Configure advanced user

e @ Changeyour account type

Change my environment
variables @ Manage another account

@ Turn User Account Contral on or off
02060098

» Press the entry Turn User Account Control on or off.

2]

Admin
‘ I Administrator
> Password protected

Network T8 Control Unit — Version 2.0
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Figure 7.23:

Windows Vista,

Turn User Account Control
on or off

02060720.fm 11.12.07/Ch,Kx

L]

&)=« Tun User Account Cantrol On or OF [ 43| Search

Turn on User Account Control (UAC) to make your computer more secure

User Account Control (UAC) can help prevent unautharized changes to your computer, We recommend that
you leave UAC turned on to help protect your computer,

[7] Use User Account Central (UAC) to help protect your computer

OK Cancel ‘

02060099

Untick Turn on User Account Control (UAC) to make your computer more

secure and close the dialog with[OK].

= The PC will now instruct you to carry out a restart.

Network T8 Control Unit — Version 2.0
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7.2.2 Enabling/disabling a guest account
NOTE Before making further settings, deselect the User Account Control
[Section 7.2.1 Turning off user account control]
Figure 7.24: » Position the mouse on the sym-
Windows Vista, bol Computer and press the right
Start Menu
mouse button.
Open
Explore
e i * In the menu, select Manage.
Search...
Manage
Map Metwork Drive...
Disconnect Metwork Drive...
Create Shortcut
Delete
Rename
Properties
02060100
NOTE As standard, the guest account is deselected (indicated by the red
circle with a white cross in the middle).
Figure 7.25:

Windows Vista,
Computer Management

A Computer Management [E=8ECB Ex=]

File Action View Help

x| HEXLD=HE

k-3 Computer Management (Local) i Full Name Description o
4 ff} system Tools & Admin T o -
R sk st #) Administrator ccount for sdministering the computer/domain TS
Ml Eyemicien [ Guest ccount for guest access to the computer/domain
Set Password... Guest -
4 & Local Users and Groups) ch—
- Users All Tasks

> @ Reliability and Performance
4 Device Manager
a 5 storage
1= Disk Management
» B Services and Applications Help

02060102

Properties

* Under Local Users and Groups select the Users directory with the left mouse
button.

*  Move the mouse pointer to the Guest user and click the right mouse button.

e In the menu, select Properties.

Network T8 Control Unit — Version 2.0 02060720 m 11.12.07/Ch Kx



Windows Vista Business/Enterprise/Ultimate Edition:

Figure 7.26:
Windows Vista,
Guest Properties

Figure 7.27:
Windows Vista,
Computer Management

02060720.fm 11.12.07/Ch,Kx

e Select the General tab, then the

e LLE entries User cannot change
General | Member Of | Profie |
A password and Password never
Gusst .
. expires. The deselect the Ac-
- count is disabled entry.
Description: Buittin account for guest access to the
computer/domain
* Press the [OK] key to accept en-
User cannot change password
T try.
[ Accourt is disabled
oK | [ Cancd |[ Mooy | [ e
02060103
& Computer Management =E=
File Action View Help
€% @ = HE
| & Computer Management (Local) Name Full Name Description Actions
4 [} System Tools & 4 dmin Ay Users -
®E“k SG“EE'“'E' # Administrator Built-in account for administering the computer/domain More.. »
e & Guest Built-in account for guest access to the computer/domain

at] Shared Folders
a & Local Users and Groups
7 Users
| Groups
02060104

= The guest account has been enabled. The settings have now been com-
pleted and you can close the dialogs e.g. with the shortcut [ALT]+[F4].

Continue with Section 7.3 Creating data exchange directory and enabling for
network operation.
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7.2.3 Setting up a user account
NOTE Before making further settings, deselect the User Account Control
[Section 7.2.1 Turning off user account control]
Figure 7.28: » Position the mouse on the sym-
Windows Vista, bol Computer and press the right
Start Menu
mouse button.
Open
?:r:r:hop e o * In the menu, select Manage.
Search...
Manage
Map Metwork Drive...
Disconnect Metwork Drive...
Create Shortcut
Delete
Rename
Properties
02060100
NOTE If using a user account, the guest account must be disabled. Details
of how to disable a guest account are contained in Section 7.2.2 En-
abling/disabling a guest account. As standard, the guest account is
deselected (indicated by the red circle with a white cross in the mid-
dle).
Figure 7.29:

Windows Vista,
Computer Management

A Computer Management
File Action View Help

s 7= HE

(E=E e )

& Computer Management (Local)
4 ff} System Tools
+ () Task Scheduler
» 3] Event Viewer
5. Shared Folders
4 & Local Users and Groups
U

Name ~
& Admin
#, Administrator
P Guest

= Gro New User..
- @ NR View
o Device
5 Storage Refresh
_ EDkMa po g,
+ T Services an
Help

02060105

Full Name Description Actions
Admin Users N
Built-in account for administering the computer/domain More... »
Built-in account for guest access to the computer/domain

To create the user account, under Local Users and Groups now select the Us-
ers directory with the right mouse button.

In the menu that appears, select the New User-... option.
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Figure 7.30:
Windows Vista,
New User

Figure 7.31:
Windows Vista,
Computer Management

02060720.fm 11.12.07/Ch,Kx

* Enter a User name and a pass-
word and select the entries User

New User s cannot change password and
:“ ::E Password never expires.

T In this example the user name is
Password Net-User and the password is Ter-
S SR minal-T8. As an option, the Full
=Pl name can be added, and an addi-
?’;’fiiiitl”l”j:;:;‘"“ tional text describing the account

can be entered under Description.
Help Create
02060106

Click on [Create] to create the user account.

Click [Close] to close the dialog.

A Computer Management
file Action View Help

s HEXE =]

e

& Computer Management (Local) Mameic Full Name

4 i} SystemTools
() Task Scheduler
[2] Event Viewer

& Admin Admin
# Administrator

2l Shared Folders
4 & Local Users and Groups
] Users

[ Net-User Met-!
Set Password...

Description

Built-in account for administering the computer/domain bre

%, Guest Built-in account for guest access to the computer/domain

Actions

Users

Net-User

- vy

More ...

7 Groups
@ Reliability and Performance
4 Device Manager

4 5 storage
&7 Disk Management

> [y Services and Applications

02060107

All Tasks »

Delete

Rename
Properties

Help

As standard, the new Net-User account should already be a member of the group

of Users.

* This can be checked by pressing the right mouse button on Net-User.

* In the menu that then appears, select the Properties option.

= The Net-User Properties dialog appears. Under the Member of tab, in
the Member of: window, the wordUsers should be displayed.
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Figure 7.32: * The settings are correct and you
ym‘[l;)wsl}’lsta’ . can close all dialogs (e.g. with
et-User Properties
s m— — the shortcut [ALT]+[F4]).
| General | Member OF | Profile
Member of
& Users
| SRR
OK Cancel Apply Help

02060108
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Figure 7.33:
Windows Vista,
Start Menu,
Run

Figure 7.34:
Windows Vista,
MS-DOS Prompt

02060720.fm 11.12.07/Ch,Kx

7.3 Creating data exchange directory and
enabling for network operation

Various options are available for creating a new directory and enabling it for the
network. For reasons of simplicity, one of the methods is described below:

|@‘ Default Programs

51 wWindows Update
g

Programs

>
SaCEhents ——  Typethe name of a program, folder, document, or Internet

resource, and Windows will open it for you.
Settings 3 £ L ¥

)&

5
Search 3 Open: emd &

b
@ Help and Support

¢

"C" This task will be created with administrative privileges.

OK I [ Cancel | I Browse...

\ Windows Vistax

EOI Shut Down...

02060109

* From the Start menu, select the Run ... option:

* In the window that appears, enter cmd and confirm with [OK].

Bl Administrator: CA\Windows\system32\cmd.exe

Microsoft Windows [Uerszion 6.8.6808]1
Copyright <(c> 2886 Microsoft Corporation. All rights reserved.

C:sUsersstestimkdir c:inNZSK
C:slUsersstestimkdir c:iNZSKSNMUSTER

* To create the data exchange directory, enter the following commands and, in
each case, confirm with [RETURN].

mkdir c:\ZSK

mkdir c:\ZSK\MUSTER

= A directory named ZSK and a subdirectory named MUSTER are thus
created on hard disk C.

* Close the MS-DOS Prompt by clicking the [cross symbol] at the top right of
the screen.
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Windows Vista Business/Enterprise/Ultimate Edition:

| N
= The symbols for Computer and Network are now visible on the Win-
dows Desktop (basic screen).
Computer Metwork
02060078 02060079
Figure 7.35:
édeows Vista, ——
Ompluer Q@v‘;‘, + Computer » - |&, [ search P|
-‘ Organize o= Vi /' Properties jid S i@ Uninstall or change a program
e Name Type Free Space
2 Hard Disk Drives (3) ~
A Vb 9 Dsten )
B Music # 942 GB free of 37.7 GB " S uocEfecormacE
02060111
* In the Computer dialog, click the symbol for hard disk C:
* (By way of a security response, you may be required first of all to confirm
Show the contents of this folder.)
Figure 7.36: * Mark the ZSK directory with the
‘g’mdqws V;Sftﬁl" q left mouse button and then click
verview of files an . = .
. . | ) - the right button to open the
directories (i Explore
Program Z5K Paint Shop Pro 7 Browser Shortcut menu.
kiles Search...
Bhate * In the displayed menu, select
Restore previous versions .
Sharing....
Send To
Cut
Copy
Create Shortcut
Delete
Rename
02060112 Gioptics

Figure 7.37:
Windows Vista,
zsk Properties

| Z5K Properties

General | Shaing | Securty | Previous Versions | Customize |

Network File and Folder Sharing

0 ZsK
) MNot Shared

Network Path:
Not Shared

Share.

Advanced Sharing

Set custom pemissians, create muliple shares, and st other
advanced sharing options

) Advanced Sharing...

Password Protection

People must have a ussr account and password for this
computer to aceess shared folders.

To change this sefting, use the Networl and Sharing Center.

02060113

* Onthe Sharing tab, click on
[Advanced Sharing...].

Network T8 Control Unit — Version 2.0
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Figure 7.38:
Windows Vista,
ZSK Properties,
Advanced Sharing

NOTE

Figure 7.39:

Windows Vista,

ZSK Properties,
Advanced Sharing,
Permissions for FRZSK

Figure 7.40:

Windows Vista,

ZSK Properties,
Advanced Sharing,
Permissions for FRZSK,
Select Users or Groups

02060720.fm 11.12.07/Ch,Kx

Advanced Sharing

[¥/] share this folder

Settings
Share name:
FRZSK

Limit the number of simultaneous users to:

Comments:

10

Permissions Caching
[ ok J[ cancel | [ apply
02060114

Windows Vista Business/Enterprise/Ultimate Edition:

In the box labeled Share name
enter the name for sharing the di-
rectory. In this example it is
FRZSK.

If using a Guest account, all the settings have been completed and
you can close all the remaining dialogs e.g. with the shortcut
[ALT]+[F4]. Note the remarks at the end of the section.

To share the folder only with specific users, in the Advanced Sharing dialog

click on Permissions

Permissions for FRZSK =]
Share Permissions |
Group or user names:
82, Everyone
pdd.. | [ Remove
Pemmissions for Everyone Alow Dery
Full Control &l ]
Change E
Read i
Leam aboul access control and pemissions
e
02060115
Select Users or Groups ===
Select this object type:
Users, Groups, or Buitin securtty principals Object Types
From this location
GISPC Locations.
Entterthe object names to select (2a@mples):
o

02060116

Network T8 Control Unit — Version 2.0

Click on [Add...].

In the following dialog, click on
[Advanced...].

Click on [Advanced)].
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Figure 7.41:

Windows Vista,

ZSK Properties,
Advanced Sharing,
Permissions for FRZSK,
Select Users or Groups

Figure 7.42:

Windows Vista,

ZSK Properties,
Advanced Sharing,
Permissions for FRZSK,
Select Users or Groups

Figure 7.43:

Windows Vista,

ZSK Properties,
Advanced Sharing,
Permissions for FRZSK

Select Users or Groups el
Select this obiect type:

Users, Groups, or Buitin securty prinipals

From this location:

GISPC Locations.

Commen Gueries

Find Now
Stop
£
St
Name (RDN} In Folder =
82 Evert Log Re... GISPC
2 Everyone
BGuest GISFC
2 Guests GISFC B
B2I5 USRS GISPC 1=
2, INTERACTIVE
2 sk
2, LocAL SERV.
&, Net-User GISFC
53 NETWORK o
a7 s Pz
02060117
Select Users or Groups e

Select this object type:

Users, Groups, or Builtin security principals Object Types...
From this location:

GISPC Locations...
Enterthe objsct names to selsct (sxamples):

(GISPC\Net-User Check Names

02060118
Permissions for FRZSK =]

Share Permissions ‘

Group or User iames

82, Everyone
& Net-User (GISPC\Net-User)

Leam shout access control and pemissions

Pemissions for Net-User Alow Deny
Full Control = [&]
Change | 0
Read ] =

0K

==

]

Apply

02060119

Network T8 Control Unit — Version 2.0

Windows Vista Business/Enterprise/Ultimate Edition:

Click on [Find now] and then
mark the desired user with the
mouse.

Confirm the selection with [OK].

By clicking on [Advanced...],
other users can be granted per-
mission to use the directory.

To accept the selection, also
press [OK] to exit from the dia-
log.

= The dialog Permissions
for FRZSK, is displayed
again.

The added user must be granted
Full Control, Change and Read
permissions.

Then mark Everyone with a
click on the left mouse button,
and delete by clicking on the
[Remove] button.

Click [OK] to exit the dialog.

02060720.fm 11.12.07/Ch,Kx



Windows Vista Business/Enterprise/Ultimate Edition:

Figure 7.44:
Windows Vista,
ZSK Properties,
Security

Figure 7.45:
Windows Vista,
Permissions for ZSK,
Security

02060720.fm 11.12.07/Ch,Kx

Permissions for Z5K =]
Security
Object name:  CAZSK
Group or user names:
52, Evenyone
Pemissions for Everyone Alow Deny
Ful control ] ]
Modify ¥
Read & execute il
List folder cortents &
Read el
Leam about access control and pemissions

0K Cancel

02060120

4. Z5K Properties =]

| General | Sharing | Security | Previous Versions | Customize |

Object name:  CAZSK

Group or user names

R

To change pemissions, click Edit

Permissions for Everyone Allow Deny

Full control

Modify

Read & execute
List folder contents
Read

Wirite

For special permissions or advanced settings, Advanced

click Advanced.

LESSSKS

Leam about access control and

o)

02060121

On the Security tab, click on
[Edit...].

Click on [Add...] and (in the
same way as with the share per-
missions) enter the Net-User as
well as the User under which
you have logged in on the PC .

Again, these users are to be
granted the full range of permis-
sions. Then remove the user Ev-
eryone.

= The Security tab in the ZSK Properties dialog appears as follows after

successful configuration:
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Figure 7.46:
Windows Vista,
ZSK Properties,
Security

Bl
ZSK
02059123

ZSK
02059124

ATTENTION

Permissions for ZSK Bl
”Sscuntyr
Object name:  C:AZSK

GFDUD OF USEr Names:
2. Admin (GISPC\Admin)
2. Net-User (GISPC\Net-User)

Add Remove

Pemissions for Admin Allow Deny

Ful control ()
Madify

Read & execute
List folder conterts
Read

EEEE

Leam about access control and

ok | [ Cancel | [ ooy

2060122

Click [OK] to exit the dialog.

The ZSK directory on hard disk C can now be accessed by another PC via the net-
work. This is illustrated by the change in the directory symbol in the overview of

files and directories on hard disk C.

- Enabled for network

- not available

using the Internet.

accessible from the Internet.

If the PC is sometimes used to access the Internet as well, all the
network enables for directories are to be cancelled while you are

Otherwise, the directories enabled on the PCs are also visible and

Internet users with the necessary software and knowledge could
gain access to designs stored in an enabled directory.

Network T8 Control Unit — Version 2.0
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Windows Vista Business/Enterprise/Ultimate Edition:

You can cancel the enable by following the procedure that applies for enabling .
» Cancel the marked option, Share this folder on the network, and confirm.

If several data exchange directories are required (e.g. for the Production Manager
software), the steps described in this Subsection have to be repeated. In this con-
text also observe the remarks in Subsection 2.5 Important information and typical
applications for the following sections and chapter Network operation with
GiS BasePac software and on Subsection 3. Network operation with
GiS BasePac software.
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NOTE
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Windows Vista Starter/Home Basic/Home Premium

8. Windows Vista Starter/Home Basic/
Home Premium

The required settings are likely to be similar to those with the Win-
dows Vista Professional Editions. Try the settings described in
Chapter 7. Windows Vista Business/Enterprise/Ultimate Edition:,
with the restriction that only one guest account should be used.

Network T8 Control Unit — Version 2.0 8-1
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Appendix A: Options for network
operation (T8)

Using last network connection

By way of a setting in the T8 control unit, you can choose always to use the most
recently used network connection. This option has the effect that the Network
Connections dialog does not appear on the T8 control unit each time you would
like to access the network.

Selecting this option makes sense if only one network connection is set up on the
control unit, or if one specific connection is to be used most of the time/on a per-
manent basis.

Proceed as follows to select/deselect this option:

Figure A.1:
T8 control unit,
machine basic screen

ZSK Machine 23.02.2007 13:46
@
0/ 0

HCP»
Va A
O000000000000ooo
i emanen | 1)
ZEI =

. |

Machine standstill

i) (7)) () () (=)

ENCORES

02060005

* In the T8 control unit basic screen, press the [L7] Software-/hardware set-
tings button.
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Figure A.2:
T8 control unit,
software/hardware settings

Software-/hardware settings

Display software versions ] (Language for dialog texts

—

Set system clock

Network setup

—

[D isplay hardware versions

]
]
)
)

List of fault occurrences ]

Create service disk

7\

Software settings

(

( Previous ]

02060032

* Press [R4] Software settings.

%g“re A'f: .
control unit,
Software settings (O e b

(Ga Inquiry pantograph configur.

All modification options

@

All optimization options

«

Always ask for design number

@

]

]
( ]
( ]
( ]
( )

(

Select network connection

@

(Defaults ]
(confirm ] (Previous ]
02060033

* Press [L6]/[R6] Select network connection.
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Figure A 4:
T8 control unit,
network mode options

Figure A.5:
T8 control unit,
Software settings

02060A20.fm 11.12.07/Ch,Kx

Appendix A: Options for network operation (T8)

Network mode options

( p Select network connection « ]

(( Use last network connection ])

02060034

Press [L2]/[R2] Use last network connection .

= The selected option Use last network connection now appears in the
Software settings dialog.

Software settings

Simple operation mode

@ Inquiry pantograph configur.

]
]
(All modification options ]

(All optimization options ]
(Always ask for design number @]
((Use last network connection @])

{Defaults J
(confirm J (Erevious ]

02060035

» To save the settings, press [L8] Confirm to close the dialog.

The desired setting has been completed and the Software-/hardware settings dia-
log can be closed.
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Appendix B: Network setup (brief overview)

PC Chapter Control unit Chapter Application
Setting up File and Print 2.1
Sharing
Installing Client for | 2.1 v
Microsoft Networks

Operating  system-specific 2.1
supplementary settings

Computer name 2.1
Computer name 2.3 ZSKMID26039
IP address 2.1 192.168.0.2
IP address 2.3 192.168.0.1
Subnet mask 2.1 Subnet Mask 2.3 255.255.255.0
User account 2.2 Network user name 2.3 Net-User
User account password 2.2 Network password 2.3 -Terminal-T8
Network test 2.4 Network test 2.4 Ping test
Create directories 2.5 and C\ZSK\MUSTER
2.6
Share directory 2.5 and C:\ZSK
2.6
Share name 2.5 and FRZSK
(for directory) 2.6
Share permission 2.5 and Net-User
(for directory) 2.6

Network connection via:

Server
312
or: or
. 3.2.1
\\Server\SharedDirectory \ \FRZSK
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Appendix C: Use of domains

Appendix C: Use of domains

From T8 Software Release 02.07.2007a onwards, the use of domains is facilitated
by the T8 control unit.

In the Network user name input box of the T8 control unit [Chapter 2.3 T8 control
unit settings] a domain user can now also be stated. The domain user and the
associated domain inputs must not exceed 25 characters.

They must be entered in the following format:

Domain\Domain user

Network T8 Control Unit — Version 2.0 C-1



Appendix C: Use of domains

Network T8 Control Unit — Version 2.0



NOTE

02060D20.fm 11.12.07/Ch,Kx

Appendix D: Limited server functionality

Appendix D: Limited server functionality

In T8 Software Release 02.07.2007a and later versions, a limited server
functionality is supported by the T8 control unit.

With the GiS software, designs can be loaded directly to the memory of the T8
control unit [Chapter 3.1 Normal operation). However, themonogram machine
mode is available only in the conventional way [Chapter 3.2 Automatic mode,
monogram machine] .

Access to the memory on the T8 control unit is allowed under the
share name ZSK. This name cannot be changed. Access to the
shared memory cannot be restricted by a password or a user name.

If you have loaded designs from the PC to the memory of the T8
control unit, you should wait for a few moments at the T8 control unit
end (approx. 12 sec.) before you access the memory or designs.

Provided that you have set up your network connections as described in previous
chapters, you need only make a few supplementary settings in order to use the
limited server functionality.

If you have not configured your network connection at all yet, the settings listed
at the end of this appendix in the table entitled Network settings for limited server
functionality, are sufficient.

Network T8 Control Unit — Version 2.0 D-1
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Figure D.1:
T8 control unit, machine
basic screen

Appendix D: Limited server functionality

Supplementary settings on the T8 control unit

Network setup

(IP address and subnet mask ] (Network user name ]

(computer name ] (Network password ]

q@ Allow access to own memory D

(Network test (ping) ]

{ Editing will trigger a software restart! :

( Restart software ]

02060126

e To arrive at the depicted Network setupmenu, press the [L7] Software/
hardware settings key in the basic screen and then the [R3] Network setup key
[Chapter 2.3 T8 control unit settings].

» Press|L4] to enable the Allow access to own design memory option.

* A restart must then be carried out by pressing the [L8] or [R8] keys.
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Supplementary settings on the PC

Chapter 2.7 Set up the access path for the GiS software to the data exchange
directory contains a description of how to set up the access path for the GiS
software to a data exchange directory (c:\zsklmuster) . Add a further access path
in the same way. The path must be as follows:

\192.168.0.\ZSK\MUSTER
whereby 192.168.0.1 stands for the IP address of the T8 control unit.

The designs can now be loaded directly to the memory of the T8 control unit
[Chapter 3.1.1 Saving designs in the data exchange directory] with the GiS

software.
PC Chapter Control unit Chapter Application
Setting up File and Print 2.1
Sharing
Install Client for Microsoft 2.1 v
Networks

Operating  system-specific 2.1
supplementary settings

Computer name 2.1 GISPC
Computer name 2.3 ZSKMID26039
IP address 2.1 192.168.0.2
IP address 2.3
Subnet mask 2.1 Subnet Mask 2.3 255.255.255.0
Tick for:
Allow access to own v

design memory

Network test 2.4 Network test 2.4 Ping test

GiS access path
\ZSK\AMUSTER
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NOTE

Figure E.1:

Windows XP,

Local Area Connection
Properties

02060E20.fm 11.12.07/Ch,Kx

Appendix E: Troubleshooting supplement

Appendix E: Troubleshooting supplement

The following tips are based on the successful completion of a
network test as described in Chapter 2.4 Checking the network and
tips on troubleshooting.

Have both systems (PC and machine) been switched off and, after a brief delay,
back on following completion of all configuration routines?

Have all the configuration tasks described in Section 2.1 Necessary operating
system settings (Windows) been performed?

- Is file sharing enabled for the correct directory?

Is a firewall or an antivirus program enabled on the PC that is preventing the data
exchange?

With Windows XP Service Pack 2 and later versions, Windows has an
integrated
firewall.

Are directory sharing and the security settings configured correctly?

Were the subdirectories created correctly using GiS software?
-...ZSK
-...ZSK\MUSTER

Further tips:

-L. Eigenschaften von LAN-¥erbindung

Allgemnein | &thentifizierung | Enweitert

e In the Local Area Connection
Properties dialog, deselect the

QoS Packet Scheduler option
(Windows XP and later

Dieze Yerbindung verwendet folgende Elemente;

Werbindung herstellen unter Yenwendung von:

Hg 3Com 3C905B-COMBO-Ethemetadapter [Standard]

versions).

" Client fiir oft-Metzwerke

v BDatei- und Druckerfreigabe fiir Microzoft-Netzwerke
O BQDS-Paketplaner

W] %= Internetprotokall [TCPAP)

[ Installieren... ][ Deinstallieran ]| Eigenschaften

Beschreibung

Ermioglicht den Zugriff auf Ressourcen in einem
Microsoft-Metzwerk.

[] Symbal bei Yerbindung im Infobereich anzeigen

0k || Abbrechen

00490612
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If only Monogram machine automatic mode is not working, and there is an empty
ZSK directory on the PC:

* Delete the files zsk. ini and zsk_ini. dis.
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A

Access path

Antivirus program
Automatic mode

B

BNC uplink

BNC,
terminating resistor
termination

C
Cable connection,
BNC
RJ45
Cable,
crossover
uncrossed
Computer
Computer name

Computer names, defining
Connecting cable

Connector,
BNC
RJ45

Creating directories

D

Data exchange directory

Design data,
generating
loading
receiving

Desktop PC,
antivirus program
BNC cables
BNC connections
firewall
IP configuration
name resolution
network card

network test

RJ45 cables
terminating resistors
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Index

2-29
2-34
App. E -1
App. E -2

1-10
1-10

1-10
1-7

1-5
1-5
7-18
2-19
2-21
App. B -1
App.D -3
2-4
1-8
1-10

1-3
1-3
1-7
App. B -1

troubleshooting
troubleshooting tips
MS-DOS Prompt
parameters

Domain use

F

File and Print Sharing
File sharing, setting up
Firewall

G
GiS access path
GiS BasePac

GiS BasePac,

activating monogram machine

assigning design number

automatic mode
connection name
data exchange directory

entering net connection name

load design from network
loading network design
monogram machine
monogram start/end points
network connection

Parameter setting
saving designs
saving monogram
select design

selecting network connection

set up new connection
ZSK (button)
ZSK ring buffer
ZSK ring buffer (button)
ZSK ring buffer display
GiS BasePac21
GiS Production Manager

GiS software
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GiS software,
access path
required

Guest account

Guest account, using

H
Hub

IP address

IP addresses

Monogram machine mode

N

Network arrangement,
linear
star
Network card
Network card, Ethernet
Network Client

Network connection
Network connection,
hub
T8 control unit
Network connections
Network linkage, BNC - RJ45
Network operation (T8) options,
network mode options
software settings
using last network connection
Network operation, preconditions
Network protocol, TCP/IP
Network settings
Network test

Network testing
Network users
Network,
basic informations
configuration
distance

laptop specification
operating mode
operating modes setup
PC specification

Index - 2

1-10

Network,
requirements

RJ45
wiring

(0

Operating system settings
Operating system settings,
necessary
to be made
Operating system,
required
TFT/MPC control
Windows 95

P
Ping test

R

Router

S

Server functionality, limited
Share name, directory
Share permission, directory
Sharing (tab)

Sharing directory

Subnet Mask

Subnet mask

Supplementary settings,
operating system-specific

PC
Switch

T

T8 control unit,
checking network

choice of design
computer name
entering IP address

IP address and subnet mask
machine basic screen
memory

network password
network setup

network test

network troubleshooting
network user name
networking

settings

special configurations
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Index

1-1
1-5
1-8
1-7

2-18
2-19
1-2
2-12
2-10
2-9
2-7
1-2
2-16
2-7
2-19
2-19
2-14
1-3
2-7
2-18
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T8 control unit,
supplementary settings
user account
using a user account
using guest account

TCP/IP, support
Transfer rate

Typical application,
advanced configuration

simplest configuration

special configuration

U

User account

User account,
directory sharing
password

user name
user password
using

w

Windows NT/2000/XP Pro,
cancelling network enable
computer name
data exchange directory
directory sharing
directory sharing, FAT32 file system
directory sharing, NTFS file system
DNS (tab)
enabling guest account
File and Printer Sharing
file sharing, simple
Folder Options, Advanced Settings
guest account

Guest Properties

identification changes

Internet Protocol (TCP/IP) Properties,
Advanced

Internet Protocol (TCP/IP), Properties

IP address

Local Area Connection (symbol)

Local Area Connection, Properties

Local Users and Groups
Manage

MS-DOS Prompt
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App

App.

App.

.D-2

2-15
2-17
2-14
2-16

2-2

1-8
1-10

2-28
2-31
2-28
2-30
2-29
2-33

6-20

(o))
1
~

6-14
6-15

[e2]Ne))
[
' aa
(o))

P OO OO O
1

(o))

(o1
1
NO NOO0ooo oM

' aat

[e2]Ne)) »

11 O OO0 OO
O T 1

A2 O 20O WNWWW

My Computer

My Computer (symbol)

My Network Places (symbol)
Net-User, Properties
Network Client

network connections

network enabled (symbol)
network enables and Internet access
Network Identification (tab)
network not enabled (symbol)
New User (dialog)

operating system settings
Options (tab)

password

Security (tab)

setting up TCP/IP protocol
setting up user account
Share Permissions (tab)

Start (button)

Start Menu

Subnet Mask

TCP/IP Filtering (tab)
user accounts

user name

WINS (tab)
workgroup

zsk Properties (dialog)

6-19
6-19
6-7
6-19
6-12
6-1
6-5
6-12
6-18
6-2
6-11
6-17

()]
1

-

(o]

ONPBEBNOOTW=_ -

»
P OO, OO O o
1

[

_ !

Windows Vista Business/Enterprise/Ultimate,

Advanced Sharing (dialog)
advanced TCP/IP settings
canceling network enable
Computer (dialog)
Computer (symbol)

computer management

computer name
computer name (tab)
Computer, context menu
Control Panel

Control Panel (dialog)
Control Panel (option)
Control Panel, System
data exchange directory
directory share name
DNS (tab)

enabled for network (symbol)
enabling guest account
File and Printer Sharing
Folder Options

guest account

Guest Properties (dialog)
IP address
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Windows Vista Business/Enterprise/Ultimate,

IP address
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Local Area Connection Properties (dialog) 7-3 MS-DOS Prompt
Local Area Connection Status (dialog) 7-3 My Computer (symbol)
Manage (option) 7-12 My Network Places (symbol)
7-14 Network Client
Manage network connections 7-3 network enabled (symbol)
MS-DOS Prompt 7-17 network enables and Internet access
Net-User Properties (dialog) 7-16 network not enabled (symbol)
Network (symbol) 7-2 Network Sharing and Security
7-18 operating system settings
Network and Sharing Center 7-2 Options (tab)
Network Client 7-6 Setting up File and Print Sharing
network enables and Internet access 7-22 setting up TCP/IP protocol
Network, context menu 7-2 Start button
New User (dialog) 7-15 start menu properties
not enabled (symbol) 7-22 subnet mask
operating system settings 7-1 TCP/IP Filtering (tab)
other users 7-20 user accounts
Permissions 7-21 using guest accounts
Permissions for FRZSK (dialog) 7-19 WINS (tab)
Security (tab) 7-21 workgroup
Select Users or Groups (dialog) 7-19 zsk Properties
setting up TCP/IP protocol 7-2
setting up user account 7-14 Windows XP, Service Pack 2
Sharing Wizard 7-9 Workgroups, defining
Start (button) 7-1
Start Menu 7-9
7-17
Start Menu Properties 7-1
subnet mask 7-4
Use Sharing Wizard 7-9
User Account Control 7-11
user accounts 7-10
User Accounts (symbol) 7-10
user sharing 7-19
WINS (tab) 7-5
workgroup 7-7
ZSK Properties 7-18
ZSK Properties, Security (dialog) 7-22
Windows Vista Starter/Home Basic/
Home Premium 8-1
Windows XP Home 5-1
Windows XP Home,
activating start menu 5-1
Advanced (dialog) 5-7
Authentication (dialog) 5-6
canceling network enable 5-15
computer name 5-9
Computer Name (tab) 5-9
configuring TCP/IP protocol 5-3
Control Panel 5-10
data exchange directories, several 5-15
data exchange directory 5-11
DNS (tab) 5-4
enabling file sharing 5-13
enabling ZSK directory 5-12
file sharing 5-13
Guest account, enabling 5-10
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